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Load Balancing and Job Migration Algorithms 
for Autonomic Grid Environment 

Paritosh Kumar α, Pankaj Kumar σ & Monika Singh ρ 

Abstract- Resource management and load balancing are the 
main areas of concern in a distributed, heterogeneous and 
dynamic environment like Grid. Load balancing may further 
cause Job migration or in some cases resubmission of Job. In 
this paper a number of job migration algorithms have been 
surveyed and studied which have resulted because of the 
Load balancing problem. A comparative analysis of these 
algorithms has also been presented which summarizes the 
utility and applicability of different algorithms in different 
environment and circumstances. 

I. Introduction 

rid has a number of resources working 
independently with different processing 
capability and processes different workloads 

accordingly. Grid computing joins all the scattered 
resources into a large problem solving heterogeneous 
environment for different types of applications, which 
can run in parallel. Considering the whole distributed 
system as one unit, workload should be evenly 
distributed over all the resources as per the 
configuration of the system, to minimize the job 
execution time. Therefore, Load balancing and resource 
management are major areas of concern for a Grid 
environment. 

Main objective of load balancing is to optimize 
the response time of the application by which workload 
would be maintained according to resources. There are 
broadly three reasons which are the major causes of 
load balancing, resubmission of jobs and job migration; 
heterogeneity of resources, dynamic nature of 
resource’s performance and diversity of applications in 
case of Grids [3]. This is even more crucial in 
computational Grid where the main concern is to fairly 
assign jobs to resources and to minimize the difference 
between the heaviest and the lightest resource load [4]. 

This paper presents a survey of job migration 
algorithms and techniques, which is done to balance the 

load in a Grid environment. It also compares and 
construes the applicability of each technique  as  per the 

requirement. The paper is organized as: Section 2 
contains background of load balancing, and job 
migration. In Section 3, existing job migration algorithms 
 
Author α: Computer Science and Engineering Department Thapar 
University, India. e-mail: paritosh200623@gmail.com 
Author σ: Ramjas College, University of Delhi.   
e-mail: pkumar240183@gmailcom 
Author ρ: MITS Lakshmangarh, Rajasthan.  
e-mail: dhariwal.monika@gmail.com 

are discussed. In the section 4, describe the proposed 
load balancing algorithm. Finally Section 5 concludes 
the paper and provides the future scope of work. 

II. Load Balancing and Job Migration 

Load balancing is main area of concern in 
distributed environment whereas job migration is one of 
the best solutions to handle load balancing problems. 

a) Load Balancing 
An important issue of distributed and 

heterogeneous environment is the efficient assignment 
of tasks and utilization of resources, commonly referred 
to as load balancing problem [13]. 

Load balancing is required to disperse the 
resource’s load evenly so that maximum resource 
utilization and minimum task execution time could be 
possible. This is very crucial concern in distributed 
environment to fairly assign jobs to resources. 
Generally, load balancing mechanisms can be broadly 
categorized as centralized or decentralized, dynamic or 
static, and periodic or non periodic [5]. All load 
balancing methods are designed such as, to spread the 
load on resources equally and maximize their utilization 
while minimizing the total task execution time. Selecting 
the optimal set of jobs for transferring has a significant 
role on the efficiency of the load balancing method as 
well as Grid resource utilization. This problem has been 
neglected by researchers in most of previous 
contributions on load balancing, either in distributed 
systems or in the Grid environment [7]. 

Job migration is the only efficient way to 
guarantee that submitted jobs are completed reliably 
and efficiently in case of process failure, processer 
failure, node crash, network failure, system performance 
degradation, communication delay; addition of new 
machines dynamically even though a resource failure 
occurs which changes the distributed environment [12]. 

Load balancing strategies aim to adapt the load 
optimally to the environment. However, they mainly 
consider the application running on a parallel, 
homogeneous system. 

b) Job Migration 
Grid is inherently a dynamic system where 

environmental conditions are subjected to unpredictable 
changes like system or network failures, system 
performance degradation, addition of new machines, 
variations in the cost of resources etc. Job migration is 

G 
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the next step when there is no proper scheduling or 
resubmission of jobs. Whenever any resources 
encounter problem, then job migration to the next 
eligible system is suggested. Migration behavior of jobs 
lead to the assumption that small sites tend to migrate 
resourcedemanding jobs, while large sites confine to 
pass only small jobs to the central job pool. Job 
migration is the only efficient way to guarantee that the 
submitted jobs are completed and that the user 
restrictions are met [10]. 

Job migration mechanisms, which take the 
nondedicated and dynamic natures of Grids into 
consideration, become important for optimizing the 
application performance [13]. Job monitoring, 
rescheduling and check pointing are some steps 
involved in job migration. Job monitoring contains all 
performance related data of all the resources so that it 
could initiate the migration. Further this information is 
reported to the rescheduler, which evaluates if it is worth 
Migrating the job, and in that case, decides a new 
allocation for the job. Check pointing is capturing a 
snapshot of the state of a running job, in such a way 
that the job can be restarted from that state in a later 
time in case of migration. 

III. Survey of Existing Job Migration 

Algorithms 

There are many mechanism but only five 
mechanism is surveyed here which is surveyed here. 
Which are Virtual machine migration, node 
reconfiguration method, check pointing, Robin-hood 
algorithms and load based graph method. 

a) Virtual Machine Migration (Live Migration) 

In Virtual machine migration snapshots of 
machine are sent to other machine that’s why it is called 
the virtual machine migration. There are two methods for 
virtual machine migration. First one is live migration and 
second one is regular migration [1]. In live migration, 
running domain between the different host machines is 
migrated without stopping the job. In between it stops 
job and gathers all required data then resumes. But this 
happens only in same layer –layer network and IP 
subnet. In regular migration generally stop the job then 
migrated.  

An important aspect of this mechanism is to 
make the run-time job migration with non-dedicated 
shared resources in dynamic Grid environment. Virtual 
machine migration provides high isolation, security and 

customization environment in which administrator 

privileges the user to execute the work. Ether IP and IP 

tunneling are required while migrating in this 
mechanism. This algorithm redistributes the load 
coming to any particular node, which may be the old 
connected node or newly added node for that load. 

 

b) Node reconfiguration by User Level Thread Migration 
This mechanism makes application workload 

migrate from source node to destination node, and then 
let source node depart from original computing 
environment .There are two mechanism for this, first one 
is node reconfiguration by user-level thread migration 
and another one is node reconfiguration by kernel level 
thread migration. Node reconfiguration by user level 
thread migration has been discussed in this survey. 

There is two-implementation fashion of node 
reconfiguration. One is synchronous method and the 
other is asynchronous method. In synchronous method, 
all nodes are paused during reconfiguration. On the 
other hand, in asynchronous method all nodes continue 
to work simultaneously with reconfiguration. 
Synchronous method may make performance down 
even though it is easier to design. Alternatively, better 
performance can be obtained by asynchronous method 
as long as more attention paid to correctly maintain the 
order of node reconfiguration messages [1]. 

Information regarding redistribution of workload 
and how to add/delete nodes is present in the 
implementation of node reconfiguration mechanism. 
With the help of user level thread migration, which is 
already supported by the thread package workload, is 
redistributed here. Same as virtual machine migration, 
node reconfiguration mechanism also needs to transfer 
in memory states from source node to destination node. 

c) Check-Pointing Approach 
Checkpoint is defined as a designated place in 

a program at which normal processing is interrupted 
specifically to preserve the status information necessary 
to allow resumption of processing at a later time. By 
periodically invoking the check pointing process, one 
can save the status of a program at regular intervals. If 
there is a failure one may restart computation from the 
last check point thereby avoiding repeating the 
computation from the beginning. The process of 
resuming computation by rolling back to a saved state is 
called rollback recovery [2]. 

There are three types of check pointing 
implementations: kernel-level, user-level and application 
level. These implementations differ in level of 
transparency, efficiency and mechanism used to initiate 
checkpoint and restart. In kernel level check pointing 
user does not have to change the application at all so 
least efficient, because system does not have the 
knowledge about the application. Developer achieves 
user level check pointing, and he puts or implements 
some set of procedures that handle check pointing and 
restart. Developer knows all about the application that’s 
why this approach is more efficient. The developer itself 
achieves application-level check pointing. This appr-
oach is the most efficient, because developer has 
detailed knowledge about application. 

© 2014   Global Journals Inc.  (US)
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This is very useful in case of preemption and 
migration and is used in making fault tolerant systems. 
Most common benefit of the check pointing technology 
is the high level of fault tolerance offered by the 
applications that can be check pointed. Besides it used 
to recover from failures, check pointing is also used in 
playback debugging distributed programs, migrating 
processes in a multiprocessor system, software 
rejuvenation and optimistic simulation. 

Check pointing balances the load of processors 
in a distributed system; processes are moved from 
heavily loaded processors to lightly loaded ones. Check 
pointing process periodically provides the information 
necessary to move it from one processor to another. 

d) Robin Hood: An Active Objects Load Balancing 
Mechanism for Intranet 

Robin Hood algorithms present a new totally 
non centralized solution, multicast channel to 
communicate, and synchronize the processors and 
proactive tools to migrate jobs between them. Proactive 
techniques are very useful and provide the mobility and 
security in uniform framework. This work focuses on 
dynamic load balancing. Main objective of this algorithm 
is to improve the decision time in non-centralized 
environment. 

In this mechanism two basic things have been 
considered, first one to know about the local load and 
second one transfer the load from high dense node to 
the less loaded node. This uses the non-centralized 
architecture and non-broadcasting of the balance of 
each node to reduce the overload in network. This is 
totally non-centralized load balancing mechanism, using 
the proactive library for the migration of jobs, and a 
multicast channel for node coordination. 

e) Load Graph Based Transfer Method 
Load based graph method is based on network 

graph where each node is represented with its load, 
whereas load can be the number of users, average 
queue length or the memory utilization. It uses analytic 
model and single load determination policy throughout 
the system and load is determined on the basis of 
memory utilization and average queue length. This 
algorithm is based on three layered structure. Top layer 
is load balancing layer which takes care of token 
generation, taking decision about task transfer; middle 
one is called monitoring layer and acts as an interface 
between top and middle and monitors load changes 
and third one called communication layer which take 
care of actual task transfer. 

Here token is generated on the basis of 
outgoing and incoming edges and initialized on the 
basis of some specific value HWM & LWM (Highest 
Water Mark, Lowest Water Mark). Specific values are 
decided on the basis of load value of neighbors. Nodes 
having load value greater than HWM and are local 

maxima or nodes having load value less than LWM and 
are the local minima, can initiate token [9]. 

Maximum message transfer per node, if N is 
number of nodes and X is maximum message transfer 
per node 
Total message transfer =NX 

And transfer of task will occur only if there would 
be proper load difference between the nodes as 
1. La - Lb > M where M is the required 

Load difference for the task transfer. 
Token will be generated if following conditions 

will be satisfied 

1. For nth node (Load) n > L where L is maximum 
Load where load balancing is not required. 

2. (Load) n > Σ sum of load of all nodes 

If both conditions are satisfied then the token is 
generated in more than sixty percent of the cases where 
load imbalance exists token finds out the proper node 
for the task transfer which improves the system 
performance[9]. In this algorithm along with the task 
transfer among the neighboring nodes with the token 
transfer method care is taken to avoid the starvation of 
those nodes for which neighbors are not suitable for the 
task transfer. 

The major parameter, network-partitioning 
issues along with inter-cluster and intra-cluster transfers 
for decision making of load balancing for the transfer is 
considered here. 

IV. Proposed Load Balancing Algorithm 

Proposed load balancing algorithm is 
developed considering main characteristics like 
performance, throughput, and resource utilization. 

a) Architecture of Load Balancing System 
This section discusses about the architecture of 

load balancing algorithm-imposed system. Figure 4.2 
presents a pictorial view of the system. Monitor server 
uses monitoring tool to gather information about all the 
connected nodes. This resource information is 
managed, processed and updated to a database. This 
information is accessed through web pages and is 
presented to the users. The web pages can be 
accessed from any nodes at the same network.  
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Figure 4.1

 

: System Overall Architecture

 

Server node gets all information from the nodes 
via

 

monitoring tool and updates the database. Web 
pages are

 

created and hosted on local network using 
Apache HTTP

 

server to provide the resources 
information to users, any

 

system on local network 
running Apache HTTP server

 

can access these web 
pages. This is shown in figure:

 

 

 

 

 

 

 

 

 

 

 

 

Figure 4.2  

b) Design of Proposed Load Balancing Algorithm 
Pseudo code and flow chart of the proposed 

load balancing algorithm. Proposed algorithm for load 
balancing is given below: 

Begin 
(Initiating activity happens) 
(Load balancing start) 
Monitoring  info. And job request (n resources & n jobs) 
Create job queue 
If (job req. not matched with resource.) 
Job goes to main queue 
Else 
Assigned job to resource 
If (Machine failure) 
Job goes to main queue with check-pointed data 

Else 
Job completed 
End 

c) Complexity of Proposed Load Balancing Algorithm 
Complexity is a measure of the performance of 

an algorithm in term of CPU time and memory usage. In 
this case computational complexity has been 
considered as this algorithm is for grid environment. 

Computational Complexity: To measure 
computational complexity computation number should 
be known. 
By Big-O notation 
Above proposed algorithm have equation like this 
N3+N2+N+C, where C is constant 
According to Big-O notation 
f (n) = O (N3) + O (N3) + O (N) + O (C) ,C is constant 
f (n) = O (N3) 
Another formula to find out complexity of algorithm 
Complexity = No. Of closed loop = 3; 
Another formula to find out Complexity of algorithm 
Complexity = No. of decision making statements + 1; 
Complexity = 2 +1 =3; 

V. Conclusion 

Load balancing is a key issue in grid resource 
management and results in job migration or re-
submission of job. In this paper load balancing and job 
migration algorithms have been surveyed and studied 
which have been designed for different scenarios. 
Based on all these algorithms new algorithm have been 
introduced, considering main characteristics like 
performance, throughput, and resource utilization. 

Different algorithms do well in their respective 
contexts like multiple token policy results in optimal 
resource selection and minimum migration time where 
as Robin-hood provides better security and check-
pointing provides good results for fault tolerant systems. 
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Agile Software Development and Testing:  
Approach and Challenges in Advanced 

Distributed Systems
P. Rajasekhar α &  Dr. R. Mahammad Shafi σ

Abstract- More and more companies are adopting Agile 
methods as a flexible way to introduce new software products. 
An important part of any software project is testing. Agile 
testing may have similar aims as traditional software testing, 
but the structure of the team is different, testers need to 
support quality infusion through entire team. Test automation 
and selection of test tool can help project teams deliver more 
effectively, and in shorter timescales. The challenges in testing 
of cloud are visible also in the tools for automatic test case 
execution. This paper addresses some of these challenges 
and also highlights every aspect of software testing process in 
Agile development.  
Keywords: agile methods, unit testing, cloud testing. 

I. Introduction 

n general Software engineering involves the design, 
develop, maintenance and documentation of software 
systems. Software engineering   can be viewed as an 

approach that combines computer science and the 
customer to develop a set of tools and techniques to 
solve problems [2].  As we notice the methodologies 
continually looking for ways building delivery models 
which offer their customers   workable, innovative 
solutions which provide competitive advantage. During 
early 1990s, the methodologies war was between 
object-oriented (OO) design and traditional 
development models. Developing applications in 
complex environments presents challenges that never 
before faced by the management gurus. There are 
complexity results from the inherent complexity nature of 
applications themselves. For example internet based 
applications are highly distributed- may contain 
components written in a variety of languages deployed 
across machines with different architectures and 
operating systems. In its early days the proponents of 
OO argued that its widespread adoption would allow for 
greater flexibility in software development for distributed 
networked applications than earlier structured 
techniques. Many researchers and professionals 
involved in promoting the OOP techniques.  However 
Object-Oriented Programming (OOP) technology is not 
a software development model; OOP does enhance the 
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effectiveness of  earlier software  development  models. 
As Software development involved more critical, 
dynamic and customer centric projects, new challenges 
are emerged which effects the growth of companies. 
These difficulties include more customer involvement, 
changing nature of customer requirements, projects with 
tight deadlines and over budgets. With the existence of 
such problems, the OOP technology cannot satisfy the 
objectives of software development companies. A 
number of IT professionals started to work individually 
on new approaches to develop software. Currently Agile 
is one of the highly practiced methodologies. Trends in 
distributed software systems have gained increasing 
importance in recent years have been for software to 
move to much larger venues in the web, cloud and 
mobile applications. One way to handle software 
development in an ever changing environment is by 
imbibing Agile methodologies as part of development 
process.  

The Agile software development methods 
evolved in the mid-1990s as a reaction against 
heavyweight waterfall model of development. The early 
implementations of agile methods include Extreme 
programming (Beck), Scrum (Schwaber), Crystal 
(Alistair Cockburn), Feature Driven Development, Agile 
Modeling. These are now typically referred to as agile 
methodologies, after the Agile Manifesto Published in 
2001.  The formulation of Agile Manifesto occurred when 
a group of IT professionals with similar ideas and 
objectives met in Salt Lake City, Utah, USA, and issued 
so called the Agile Manifesto [9]. 

 Agile Manifesto  

We are uncovering better ways of developing 
software by doing it and helping others do

 
it. Through 

this work we have came to value:
 

•
 

Individuals and interactions over processes and 
tools

 

•
 

Working software over comprehensive 
documentation

 

•
 

Customer collaboration over contract negotiation
 

•
 

Responding to change over following a plan
 

That is, while
 
there is value in the items on the 

right, we value the items on the left more.
 

I 

© 2014   Global Journals Inc.  (US)

G
lo
ba

l 
Jo

ur
na

l 
of
 C

om
pu

te
r 
Sc

ie
nc

e 
an

d 
Te

ch
no

lo
gy

  
  

  
 V

ol
um

e 
X
IV

  
Is
su

e 
I 
 V

er
sio

n 
I 

  
  
 

  

7

  
 

(
DDDD DDDD

)
Y
e
a
r

B
20

14

e-mail: prajasekhar456@gmail.com

mailto:prajasekhar456@gmail.com


II. end-to-end sdlc with agile 
methodology 

There are a number of different Agile 
methodologies (XP, Scrum etc.,), each with its own 
combination of practices. All these methods follow the 
core principles of Agile manifesto with common goal 
and values.  Agile methods emphasize working software 
as a primary measure of progress.  In his book, Extreme 
Programming Explained [1], Beck proposes twelve 
different ideas that are key to his form of agile 
development. These key factors provide agility to a 
project aiming at speed, communication, group effort, 
customer feedbacks. Agile software development 
process is a conceptual framework for software 
engineering where the entire project is divided into 
smaller pieces or in iterations, each of which handled 
separately [3].Software development during one unit of 
time is referred to as an iteration, each defining its own 
set of tasks(features) that combine to make 
requirements.   

In Agile development user stories describes the 
system requirements. Using these high level user 
stories, team  will create a useful map of the full system 
that is valuable for telling big stories about the end to 
end use of the entire system .Then the system is divided 
into different iterations during the release planning step. 
Iterations are short time frames that typically last from 
one to four weeks, each iteration involves a cross 
functional team working in all areas of development:  
design, coding, testing. An iteration might not add 
enough functionality to warrant a market release, but the 
goal is to have an available release with minimal bugs. 
When the iteration is developed and tested, the system 
is sent to the customer for feedback. The customer 
provides his/her feedback in the form of stories and 
again the same steps are followed later. When the 
required levels of functionalities are delivered then 
customer stops writing stories and development 
stopped. Multiple iterations might be required to release 
a product or new features(Figure-1). Every release 
should be as small as possible, containing the most 
valuable business requirements (Beck, Kent 2000). 

 

Figure 1 : Releasing Planning with Multiple Iterations

III. Software Testing and Quality 
Assurance in Agile Development 

In Agile methods there is no specific testing 
phase, instead integrates testing into development 
process [5].Programmers do some integration testing 
and also unit testing while developing the iteration. The 
incremental feature acceptance (acceptance test) is 

usually done by the customer. This minimizes overall 
risk and allows the project to adapt to changes quickly 
[4]. A highly practiced QA activity in Agile method rely 
on customer feedback. According to Agile manifesto 
people are more important than process and tools; 
customer interaction at every level is important aspect of 
an Agile process. The following (Figure-2) explains the 
testing activities in Agile method during one iteration.

 Figure 2
 

:
 

Testing activities during one iteration
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Software quality assurance is the systematic 
activities providing evidence of the fitness for use of the 
total software product. Different Agile methods follow 
different strategies in practice. These practices are 
broadly summarized as follows: 

a) Unit testing: One typical way of software quality 
assurance is developer testing: developers test their 
code as they write, often in the form of unit testing. 
Unit testing is a good way to communicate over 
issues in the code under development without 
waiting for other units to be available, provides fault 
detection at a lower cost comparing to do so at a 
later stage [6].  

b) Automation: Manually writing test cases can be 
tedious and rigorous documentation (keep track of 
testing results) must be maintained. The execution 
of the manual tests and the examination of the 
results can be error-prone and time consuming. 
When schedule pressures rise, manual testing often 
gets forgotten. Since delivering projects efficiently 
without unit testing is nearly impossible, developers 
could employ automated tools for unit testing.  
Projects based on Agile have multiple releases 
which each need repeated testing of units under 
development during integration. Apart from 
automating unit tests, one can introduce the 
automation in some or part of the acceptance 
testing and integration testing. So, automating tests 
can be very beneficial and is emphasized in agile 
development. 

  
quality assurance activity in some Agile methods is 
early testing. Test-driven development (TDD) is a 
type of unit test in which programmers write test 
cases and actual tests before they start 
programming (Beck 1999, Extreme Programming 
2002a). It contains short iterations and test cases 
are developed first then code is written to make 
pass those test cases. TDD uses automated tests 
that can then be used as regression tests whenever 
a new build is done. One difference, however, 
between TDD and traditional unit testing is that the 
test programs are written before the application 
code is written. 

IV. Agile Testing and Testing Challenges 

In the previous section we described some of 
the useful testing and quality assurance activities in 
Agile methods. It’s a common misconception that Agile 
projects don’t need a rigorous approach to testing. But 
if we compare Agile with other  traditional approaches, 
then we will come to know that from testing perspective 
Agile methods have lacked in different important 
aspects of software testing process[7]. In Agile 
development there is no specific role defined for tester 
and  often  testers  are  treated  as  junior  developers.  

A good tester has many distinguishing feature that make 
difference with developer. In [7] the authors say that 
Agile development can be benefited through a team of 
professional testers. 

Agile Testing is a software testing  practice that 
follows the principles of Agile software development. 
Agile Testing involves a cross-functional Agile team 
actively relying on the special expertise contributed by 
testers. This allows the combined team to better meet 
the project’s defined business, software usability, 
quality, and timeline objectives. 

Unit tests are foundations of any Agile projects, 
effective unit test can be done with automation. The 
more the team can automate the testing, the faster they 
can move on to the next developments. But testing in an 
Agile way is not without its challenges, are left in utilizing 
the automated tools in some applications.  Testing in 
complex distributed environment like cloud testing 
poses significant challenges for a tester to perform unit 
testing with an automated test generation tool. Moving 
the application to the cloud will in some cases present 
some differences in how to implement a certain test or 
test case depending on the cloud environment. Often, a 
test case requires the system under test to have a 
certain internal state as a starting point of the test case. 
A big challenge for the tester is to achieve the required 
state prior to test case execution. Another problem with 
Agile methodologies is that testing is not done in a fixed 
pattern at the end of the development phase, but 
instead after each package or integration of packages. 
Hence a project based on Agile methodology, planned 
tests must be creative in order to allow adaptation to the 
changes as well as the schedule. 

V. Conclusion 

Studying the role of testing and identifying a set 
of issues when building and testing complex distributed 
database systems in a cloud, the focus of our thesis, is 
the least researched area.  Very few papers have been 
published that focus directly on software testing of cloud 
applications. The main result revealed by our primary 
study is that for developing and providing a system 
aimed for the cloud is effective with Agile development 
process. But it is critical that an Agile tester who is 
expected to test the quality and performance of cloud 
applications has a good understanding of what makes a 
Cloud Computing application and distributed 
architecture, as well as a good understanding of the 
tools available and their strengths and weakness for 
testing different types of cloud applications. To support 
our work an additional research goal was made to 
evaluate the applicability and support of various 
techniques and open source tools for advanced 
distributed database testing like in a cloud environment. 
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c) Test Driven Development (TDD):  Another important 
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Kerberos: Secure Single Sign-on Authentication 
Protocol Framework for Cloud Access Control 

Yaser Fuad Al-Dubai α & Dr. Khamitkar S. D σ 

Abstract- Cloud is a relatively new concept, so it is 
unsurprising that the security of information and data 
Protection concerns, network security and privacy still need to 
be addressed fully. The cloud allows clients to avoid hardware 
and software in Investments, gain flexibility, and cooperation 
with others, and to take advantage of sophisticated Services. 
However, security is a big problem for cloud clients especially 
access control; client profiles management and access 
services provided by public cloud environment. This article we 
are proposing an authentication model for cloud based on the 
Kerberos V5 protocol to provide single sign-on and to prevent 
against DDOS attacks in the access control system. This 
model could benefit by filtering against unauthorized access 
and to reduce the burden, computation and memory usage of 
cloud against authentication checks for each client. It acts as 
a trust third party between cloud servers and clients to allow 
secure access to cloud services. In this paper we will see 
some of the related work for cloud access control security 
issues and attacks. Then in next section we will discuss the 
proposed architecture. 
Keywords: role based access control, authentication 
protocol, authentication server, key distribution centre, 
single sign-on. 

I. Introduction 

loud computing and cloud technology is the 
dominant and highly paced technology of 
present scenario with the highly robust service 

infrastructure that can provide cloud based integrated 
services like service on demand for resource 
computation, storage or cumulative storage of resource 
or data and exceedingly vigorous network 
communications in the cloud technology[1], the 
calculations of possessed resources are assumed and 
are facilitated as the services over the communication 
channels or the internet services. Few specific scientific 
societies also states cloud computing in diverse 
description, such as “a service infrastructure that 
operates for facilitating an omnipresent, convenient, on 
demand resource access of certain distinct network to a 
collective collection of computing resources and system 
frameworks [2]. For getting the proficient cloud based 
services over internet services it can provide a swift and 
decidedly proficient system with least resource 
administration activities and minimum interface of 
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In a single sign-on platform, the client performs 

a single initial (or primary) sign-on to an identity provider 
trusted by the applications he wants to access. Later on, 
each time he wants to access an application, it 
automatically verifies that he is properly authenticated 
by the identity provider without requiring any direct client 
interaction. Single sign-on solutions eliminate the need 
for clients to repeatedly prove their identities to different 
applications and hold different credentials for each 
application. Furthermore, a well designed and 
implemented single sign-on solution significantly 
reduces authentication infrastructure and identity 
management complexity, consequently decreasing 
costs while increasing security [4]. 

The dominant problem with cloud computation 
is its access control mechanism for ensuring security 
information and overall system security. for controlling 
an assortment of time-sensitive actions frequent cloud 
utilities such as workflow management and the 
operations with real-time databases, the characteristics 
of access control are needed so as to be improved with 
the most favorable and efficient temporal constraints. in 
this paper work and the developed system framework 
the system optimization has been aggravated by the 
prerequisite of a decidedly vigorous and efficient access 
control scheme that could congregate and can assuage 
the protection concerns in cloud environment with 
enhanced trust intensity for abundant cloud based 
applications and numerous service segments.  

Kerberos authentication protocol the ticket and 
the authenticator. This leads to a discussion of the two 
authentication protocols: the initial authentication of a 
client to Kerberos (analogous to logging in), and the 
protocol for mutual authentication of a potential 

C 
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service providers. Most of current application require

the client to memorize and utilize different set of 
credentials (e.g. client name/password or tokens) for 
each application he/she wants to access. However, this 
approach is inefficient and insecure with the exponential 
growth in the number of applications and services a 
client has to access both inside corporative 
environments and at the internet. Mainly, it is difficult for 
a corporation to manage potentially multiple 
authentication solutions and databases individually 
used by each application. Furthermore, most clients 
tend to rely on the same set of credentials for accessing 
all of their systems, posing a serious security threat 
since an attacker who discovers these credentials can 
easily access all of the client's applications [3].



consumer and a potential producer of a network service. 
This paper we are proposing an authentication model 
for cloud based on the Kerberos v5 protocol to provide 
single sign-on and to prevent against DDOS attacks in 
the access control system and benefit by filtering 
against unauthorized access and to reduce the burden, 
computation and memory usage of cloud against 
authentication checks for each client. it acts as a trust 
third party between cloud servers and clients to allow 
secure access to cloud services.   

The rest of this article is organized as the 
following: section 2 discusses the problem statement 
challenges and issues, section 3 discusses the review 
related work, section 4 designed the Kerberos 
authentication with role based access control KARBAC 
framework for cloud applications, section 5 Kerberos for 
single sign-on authentication, finally in section 6 obtain 
the advantages of proposed framework. 

II. Proplem Statement 

In enterprise systems, a pressing issue is the 
lack of an efficient, generic application-level model that 
supports unified access control frameworks for client-to-
system interactions. Traditional security models are not 
capable of addressing some of the new challenges 
posed by modern enterprise systems. One of the 
problems is that most of the existing security models are 
influenced by the subject operation object paradigm. A 
typical feature of the paradigm is that permissions are 
forwarded in state of the accessible permission to 
certain participants or beneficiary in particular access 
modes. Such kinds of type of permission representation 
have made the security management of enterprise 
systems more complicated because of the 
heterogeneous characteristics of the resources being 
available in authentication. Therefore, they are not 
appropriate for sustaining a integrated access control 
architecture that takes into consideration of diverse 
resources from numerous domains [5]. 

We important aspect of an access control 
model is the capability to prop up an extensive 
assortment of precautions policies.  In a distributed 
system, a variety of security policies are specified to 
ensure data confidentiality and integrity, and to convey 
business rules, some of them must be specified in a 
fine-grained manner. As for one illustration, in case one 
cloud client ass or requests for access its allied service, 
but it can get access to once certain defined part of 
overall service, be delivering permission or unwelcoming 
the client request would be unfortunate. In a similar 
case, a service can only be accessed within a certain 
time frame. A security system is required to provide 
more precise authorization services to satisfy both 
business requirements and security requirements of the 
enterprise. However, current business applications/ 
systems do not have a systematic way of defining 

access control to such fine granularity. The existing 
RBAC models and their extensions are unable to 
provide fine-grained access control for enterprise 
systems, such as controlling the content of client input 
and system output. 

III. Related Work 

This is matter of fact that in any research activity 
the exploration and deep study of existing approaches 
plays a significant role, therefore consideration this 
factor in mind the author of this thesis has performed a 
deep rooted survey for the role based access control 
mechanism and specially the access control 
approaches to be employed for cloud environment. The 
study made on existing systems provides the well-
defined and crisp knowledge about the strength as well 
as the weakness of the existing approaches and thus 
the new optimum system can be built. The literature 
survey conducted for role based access control and its 
allied processes has been given in this section, as 
follows: 

Lan Zhou et al [6] addressed trusted 
administration and enforcement of role-based access 
control policies on data stored in the cloud. Role-based 
access control (RBAC) simplifies the management of 
access control policies by creating two mappings; roles 
to permissions and clients to roles. Recently crypto-
based RBAC (C-RBAC) schemes have been developed 
which combine cryptographic techniques and access 
control to secured data in an outsourced environment 
[7]. In such schemes, data is encrypted before 
outsourcing it and the cipher text data is stored in the 
untrusted cloud. This cipher text can only be decrypted 
by those clients who satisfy the role-based access 
control policies. However such schemes assume the 
existence of a trusted administrator managing all the 
clients and roles in the system. Such an assumption is 
not realistic in large-scale systems as it is impractical for 
a single administrator to manage the entire system. 
Though administrative models for RBAC systems have 
been proposed decentralize the administration tasks 
associated with the roles, these administrative models 
cannot be used in the C-RBAC schemes, as the 
administrative policies cannot be enforced in an 
untrusted distributed cloud environment. In this paper, 
the researchers proposed a trusted administrative 
model AdC-RBAC to manage and enforce role-based 
access policies for C-RBAC schemes in large-scale 
cloud systems. The AdC-RBAC model uses 
cryptographic techniques to ensure that the 
administrative tasks such as client, permission and role 
management are performed only by authorized 
administrative roles. Their proposed model uses role-
based encryption techniques to ensure that only 
administrators who have the permissions to manage a 
role can add/revoke clients to/from the role and owner- 
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can verify that a role is created by qualified 
administrators before giving out their data. We show 
how the proposed model can be used in an untrusted 
cloud while guaranteeing its security using 
cryptographic and trusted access control enforcement 
techniques. 

IV. Designed Framework 

After an analysis of the relevant existing work 
we have designed the Kerberos Authentication with Role 
Based Access Control KARBAC framework for cloud 
applications. Figure 1 shows the design of the it’s easy 
for clients to protect their resources in accordance with 
its security and access control requirements.  

The designed framework provides a policy 
specification module to Cloud clients to define access 
control on its resources using RBAC policy format then 
the Kerberos authorization server component stores and 
generate access control decisions based on the RBAC 
policy file [8]. 

The framework implements various time-based 
semantics of temporal hierarchies and separation of 
duty constraints or   that is effective to perform well even 
in minimality situations.  It explained the detailed of the 
components and the Kerberos protocol required for 
communication between these components as follows: 

a) Cloud Client 
a cloud client is a person or entity who uses 

various cloud applications deployed by vendors of 
various cloud services to its customers. Cloud client 
creates stores and shares resources with other 
applications or clients. Module specifications policy 
exists on the client's computer to provide client interface 
and tools to create, edit and manage access control to 
resources. And policies are dynamically formed in back 
end using RBAC policy. Policy specifications module act 
as policy  information point (PIP) in Designed System.  

b) Authentication Protocol 
The authentication protocol is responsible for 

verifying client identities. Authentication is provided as a 
guest service in the system design, and can be 
achieved via any standard authentication protocol. In 
this solution, we recommended Kerberos V5 
authentication protocol also at the same time called as 
Key Distribution Centre (KDC). Kerberos protocol uses 
strong cryptography so that a client can prove its 
identity to a server (and vice versa) across an insecure 
network connection. After a client and server have used 
Kerberos to prove their identity, they can also encrypt all 
their communications to assure privacy and data 
integrity, as they go about their business[9,10]. The 
KDC contain of two main steps as we  illustrate as the 
following : 
• Authentication Server (AS): The first step of the KDC 

is AS. Cloud client (principal) initially requests a 

ticket to the KDC by giving it is name, an expiration 
time until when the authentication will remain valid, 
the cloud service required (tgs) and some other 
information, is not mentioned here for clarity the 
KDC if found the cloud client in it is database, 
replies with two steps: 

− Cloud client ticket contains a session key SA, KDC, 
the expiration time and it is tgs cloud service name, 
all encrypted using the secret key of the principal 
KA. The expiration time usually working day or eight 
hours, gives a period of time during which the 
tickets will be valid. 

− Granting ticket contains the session key SA, KDC, 
the expiration time and the name of the cloud 
customer, all encrypted using the secret key for the 
KDC. This is what is known as a TGT. The principal 
unable to decrypt the TGT, and will be used later to 
request tickets for the other cloud services. As it is 
encrypted the cloud customer cannot read the data 
inside. If tries to modify it, the KDC will not be able 
to decrypt it and it will be refused. 

• Ticket Granting Server (TGS): The second step of 
the KDC is the distribution of tickets it called the 
TGS. Once authenticated the cloud client who 
requests a specific application such as telnet or FTP 
first asks the KDC. It does not query the cloud 
service directly. This request to the KDC it contains 
several fields: 

−
 

An authenticator consist of: a timestamp and 
checksum encrypted with the session key SA, KDC, 
which was obtained earlier in the KDC, shared 
between the cloud customer and the KDC. This 
proves the identity of the cloud customer since he is 
the only one to know this session key. The 
checksum proves the authentication message has 
not been modified during the transiting. The 
timestamp confirms the message is recent, and is 
used to prevent "reply" attacks, since anyone can 
Interception of data across the network and use it at 
a later time. Typically, the KDC must responds 
within five minutes for a message to be accepted. 
This is why it is important to have a good time 
synchronization across your

 
network where is 

implemented the Kerberos AS to the cloud 
computing. Consider the use of Protocol such as 
NTP (Network Time Protocol) to keep it accurate.

 

−
 

TGT received during the authentication exchange 
with the KDC. It is used by the KDC to verify the 
cloud customer’s name. If the cloud client name 
present in the TGT does not match with related the 
session key and this means the cloud client has 
been impersonated and the KDC is unable to 
decrypt the authenticator. Also the KDC verifies the 
validly by checking the expiration time of the 
authentication.
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− The Cloud Server name to which the cloud client 
wants to establish a connection.  

− An expiration time for the TGT.  
The KDC responses to the cloud client 

(principal) with two tickets: 
− The cloud client ticket contains a new session key 

SA, B that the cloud customer and the cloud server 
will be used to verify each other’s identity and to 
encrypt their sessions. The ticket also encloses the 
cloud service name and the expiration time of the 
new ticket. All of these items encrypted using the 
key SA, KDC shared between the cloud client and 
the KDC, known only to the cloud client. 

− The server ticket that contains the same session key 
SA , B as mentioned above , the cloud client's name 
and time of the expiration of the ticket . The server 
ticket being encrypted with the cloud service’s 
secret key KB, only known to the server. It is then 
under the responsibility of the cloud client to send a 
server ticket to the cloud server. 

c) Gateway  
This component acts as a proxy between the 

clients of cloud and the components designated for the 
security services. It manages connections and sessions 
for cloud clients and deal with access requests to the 
cloud applications and gets access control decisions 
from the authorization server. Since this component 
intercepts all messages between the various 
components, so we also added Policy Enforcement 
Features in it. 

d) Authorization Server 

The Authorization server then stores access control 
policies defined by the clients of cloud (in terms of 
resources) and cloud applications (regarding registered 
clients). It also generates access control decisions 
based on those policies stored using RBAC policy 
engine. It consists of a policy storage module that 
stores and manages access control policies, and 
working as a Policy Administration Point (PAP) and 
Policy Retrieval Point (PRP) in System Designer. 
Authorization server also contains a policy decision 
module which is a Policy Decision Point (PDP), it creates 
access control decisions by evaluating access request 
against the stored policies. It also implements various 
time-based semantics of temporal hierarchies and 
separation of duty constraints or  SoDs that is effective 
to perform well even in minimality situations. 

e) Cloud Application 

the cloud application provides cloud clients 
different services. It allows them to create, upload and 
share resources (documents, files, images, etc.) with 
other clients or applications. The designed framework 

 

 

 

Figure 1 : Kerberos Authentication with Role Based 
Access Control 

V. Kerberos for Single Sign-on 
Authentication 

The main Aim of this model is for the 
authentication clients before access to the service and 
to find the source of the attack DDOS. Check your client 
name and password just is not enough for the cloud 
computing environment, such as distributed and 
shared. Kerberos is a network authentication protocol 
and provides a single sign-on facility to clients as well. 
Kerberos was one of the first single sign-on solutions 
proposed in the literature and implemented as a 
network service. It is formally described as a network 
authentication system, initially designed for providing 
single sign-on to network services. 

A Kerberos "realm" infrastructure is composed 
by an Authentication Server, a Ticket Granting Server 
and a set of service providers. The Authentication Server 
is responsible for verifying the user's identity while the 
Ticket Granting Server generates tickets for 
authenticated users [11]. The service providers are 
simply networked servers that authenticated users are 
allowed to access. The two servers act together as an 
identity provider, handing the user an authentication 
ticket that he can use to sign-on to the relying service 
providers. In fact, the sign-on process in Kerberos is 
extremely complex, requiring several interactions 
between the user and the servers (which can be 
combined into an identity provider). 
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the cloud application has a delegated it access control 
functionality to the client and authorization server. All 
access control decisions are created by authorization 

server on behalf of a cloud application. It contains a 
repository of resources, and is only responsible for 
storage resources that are created or uploaded by 
clients.



Although it provides a nice practical single sign-
on solution, Kerberos infrastructure management is 
extremely complex, being prone to several mistakes that 
may severely compromise security. Both the identity 
provider (composed by the Kerberos servers) and all the 
service providers must be tightly time synchronized. 
These rules out the utilization of Kerberos as a single 
sign-on framework for distributed applications that may 
reside in the internet or the cloud. Furthermore, 
Kerberos relies solely on unproven symmetric 
encryption mechanisms to authenticate users and 
maintain session state. It may also be possible to 
impersonate users and steal authentication tickets 
through simple network based attacks. 

VI. Advantages of Proposed System 

• All the encryptions could be done using the 
proposed cryptographic algorithm. Since the current 
Kerberos system uses a standard symmetric key 
encryption algorithm. 

• It is easy for an intruder to find out the key and 
decrypt. But when the proposed system is used, 
only the authorized persons, who have the 
decryption algorithm, could only decrypt the 
encrypted text. Any other intruder, who wants to 
perform off-line attack, will not be able to do so 
because this algorithm protects the message in a 
much stronger way using variable block cipher with 
cipher block chaining mode.  

• It is very difficult to decrypt the message even with 
the algorithm available. Because this algorithm 
gives an extra layer of protection with a password. 
The chances of password guessing approach for 
any intruder are nullified because the proposed 
system does not store the password of the client 
anywhere in the hard disk. Hence no attempt can be 
made to find it out. 

• By integrating the proposed system with the smart 
card technology, some of the Kerberos systems 
problems may be overcome.  

• The whole idea is to enhance the security of 
Kerberos authentication by authenticating the client 
directly at the beginning and before the granting of 
the initial ticket, so that one client cannot have the 
ticket of another. And, the use of smart card 
requires client logging into the system not only by 
recalling a password, but also to be in possession 
of a token. 

Another way to enhance security is to use 
biometric technology with the proposed system in the 
smart card. Biometrics information of the cardholder can 
be placed on the card, so that the smart card can 
corporate with biometrics scanner to authenticate the 
client directly at the first stage of processing. Before 
granting the initial ticket, this authentication could take 
place, to avoid any intruder to pretend as the 

cardholder. The proposed system, which combines the 
techniques of cryptography and steganography, could 
be applied to embed the biometrics information of the 
cardholder into his photograph in the smart card. Since 
this algorithm provides a robust protection to the 
information against attacks, the biometrics details could 
not be easily trapped by any fraudulent. 

VII. Conclusion 

In this paper we have designed the Kerberos 
Authentication with Role Based Access Control  
framework for cloud applications also we present the 
problem of the access control security which effected on 
cloud environment , which is Essentially easy for clients 
to protect their resources in accordance with its security 
and access control requirements. The proposed 
framework provides a policy specification module to 
cloud clients to define access control on its resources 
using RBAC policy format then the Kerberos 
authorization server component stores and generate 
access control decisions based on the RBAC policy file 
.also we are designed an authentication framework for 
cloud based on the Kerberos V5 protocol to provide 
single sign-on and to prevent against DDOS attacks in 
the access control system. Although benefit by filtering 
against unauthorized access and to reduce the burden, 
computation and memory usage of cloud against 
authentication checks for each client. It acts as a trust 
third party between cloud servers and clients to allow 
secure access to cloud services. 
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A Review on Dynamically Changing the Quality 
of Service Requirements for SOA based 

Applications in Cloud 
L. Venkateswara  Reddy  α  & C.Rajeev σ 

Abstract- Service Oriented Applications have the ability to 
change their constituent services dynamically. This implies that 
they have the ability to change both, their functionality and 
their Quality of Service attributes dynamically. We present a 
Cloud-based-Multi-Agent System (Clobmas) that uses multiple 
double auctions, to enable applications to self-adapt, based 
on their Quality of Service requirements and cost restraints. 
Quality of Service attributes needed to provided, maintained, 
monitored at run time. A double auction is a two-sided auction, 
i.e., both the buyers and the sellers indicate the price that 
they’re willing to pay and accept, respectively. If any 
application uses self adaptation mechanism then it exhibits a 
high Quality of Service. Here we design a market mechanism 
that allows applications to select services, in a decentralized 
manner. 
Keywords: self-adaptation, cloud-based-multi-agent       
system double-auction, decentralized. 

I. Introduction 

ver the past several years, interest has grown 
considerably in new techniques and technology 
for improving the task of creating and 

maintaining high-quality software. These efforts have 
arisen in response to a growing sense among 
application developers that traditional approaches are 
inadequate. Such new methods for improving software 
efficiency and predictability include intentional 
programming, evolutionary programming, model-based 
programming, and self-adaptive software. Some 
traditional approaches have not been worth-full in 
improving our ability to produce better code more 
affordably. Rather, the problem has been that one’s 
reach always exceeds the grasp. As hardware 
capabilities improve and our understanding of how to 
apply computation to problems improves, we continually 
try to solve more difficult problems, driving up the 
complexity of solutions and overrunning the ability of our 
tools to manage the complexity. 

Self-adaptive software [3] having its own 
behavior  and   changes  behavior  when  the  evaluation 
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indicates that it is not accomplishing what the software 
is intended to do, or when better functionality or 
performance is possible. This implies that the software 
has multiple ways of accomplishing its purpose and has 
enough knowledge of its construction to make effective 
changes dynamically. Such software should include 
functionality for evaluating its behavior and performance, 
as well as the ability to preplan and reconfigure its 
operations to improve its operation. Self-adaptive 
software should also include a set of components for 
each major function, along with descriptions of the 
components, so that system components can be 
selected and scheduled dynamically [2], in response to 
the evaluators. . 

Service-based applications will operate in a 
highly-dynamic world [4]. Systems will need to operate 
correctly despite of unexpected changes in factors such 
as environmental conditions, user requirements, 
technology, legal regulations, and market opportunities. 
They will have to operate in a constantly evolving 
environment that includes people, content, electronic 
devices, and legacy systems. They will thus need the 
ability to continuously adapt themselves in an 
automated manner to react to those changes. 
Adaptation must be achieved in an automatic fashion.  

Service-based applications should exhibit self-
healing, self-optimizing, and self-protecting capabilities. 
In addition, they should be able to predict problems, 
such as potential degradation scenarios, future faulty 
behavior, and deviations from expected behavior, and 
move towards resolving those issues before they occur. 
This means that future service-based applications will 
need to become truly proactive. 

Self-adaptive software uses a closed-loop 
mechanism. This loop, called the adaptation loop, [6] 
consists of several processes, as well as sensors and 
effectors. This loop is called the MAPE-K loop in the 
context of autonomic computing, and includes the 
Monitoring, Analyzing, planning and Executing 
functions. 

We evaluate Cloud-based-Multi-Agent System 
(Clobmas) [5] in two stages. The first stage of evaluation 
is functional evaluation. This is to ensure that Clobmas 
meets the core objectives that it was set up to fulfill. The 
second stage of evaluation is to judge whether Clobmas 

o 
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possesses desirable non-functional properties. Clobmas 
satisfies the functional, and scalability goals, and not 
that it optimizes. 
 

 

Figure 1 : Four adaptation processes in self-adaptive 
software 

Control theory-based paradigm gives a 
framework [1] for specifying and designing software that 
controls itself as it operates. Based on this paradigm, 
their self-controlling software model supports three 
levels of control: Feedback, Adaptation, and 
Reconfiguration. All the software subsystems interact 
with an environment that could be the external physical 
world or another layer of the computer system. Such 
environments can be characterized as dynamic 
systems. The essence of a dynamic system is that its 
output depends on the system’s state. So, the system 
does not shift dramatically from one output to another 
(in response to changes in the input) but exhibits some 
form of inertia (because of the dependence on state). 

Adaptation is possible in such a manner that 
the architected should be able to: 

• Dynamically identify changed requirements, which 
will necessitate runtime adaptation. 

• Initiate the search for new services, which better 
address the changed requirements. 

• Substitute old web-services for new web-services. 
Service-Oriented Architecture has brought 

about a paradigm shift in the way we think about 
creating an application. Instead of linking programs and 
libraries at statically, we are now able to specify the 
functionality that the component parts should have, and 
the application can be dynamically composed using 
web-services. A web-service is a self-describing 
computational entity that can be used to perform various 
kinds of functions. These can be composed together, in 
a specific order, to deliver some functionality. 

A web service is so-called because it uses web-
based standards like XML, SOAP, etc to achieve its 

communication and data exchange, thus allowing the 
application location and platform independence. This 
allows an application to search a service repository for 
service that it wants, and then bind to it. This dynamic 
binding allows for the notion of an application changing 
the QoS properties that it exhibits, at runtime. 
Depending on the task at hand, or the budgetary 
resources or any other Quality of Service restraints that 
the architect imposes, the application can potentially 
pick an appropriate service and achieve its functional 
and non-functional targets. 

a) Buyer Agent 
A trading agent that is responsible for fulfilling 

one Abstract Service. The Buyer Agent bids for, and 
buys a Concrete Service. The amount that the Buyer-
Agent is prepared to pay is called the bid price and this 
is necessarily less than or equal to its budget. The 
combination of bid price and the QoS attributes 
demanded is called the Bid. 
 

 

Figure 2 :
 
Architecture for changing the Quality of 
Service requirements in cloud.

 

b)
 

Seller Agen
 

A trading agent that sells a Concrete Service. A 
Seller Agent is responsible for only one Concrete- 
Service. Based on demand and supply, the Seller Agent 
adjusts the price at which it is willing to sell the Concrete 
Service. The amount that a Seller Agent is preparedto 
accept, is called the ask price. This is necessarily 
greater than or equal to its cost. The combination of ask 
price and the Qo

 
S attributes offered, is called the Ask.

 

c)
 

Market Agent  
A trading agent that implements trading rounds 

for a market. It accepts Bids from Buyer Agents, and 
Asks from Seller Agents. It performs matching of Bids 
and Asks.
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II.
 

The Market Mechanism 

We can view applications as either a buyer of 
web-services with certain quality-attributes, or a seller 
that is capable of delivering those quality attributes at a 
certain cost. The resource allocation problem can be set 
up as a optimization problem, where

 
the buyers need to 

maximize their Quality Attribute, given that they have a 
limited budget while sellers have a limited capacity to 
sell. We treat the universe of web-services as an 
economy, consisting of several marketplaces, several 
buyers, Several sellers. All their actions are rational and 
will result in a non-negative utility for them. The 
marketplace operates a continuous double auction 
(CDA) [7] which brings buyers and sellers together, and 
decides when a transaction should take place and at 
what price.

 
a)

 
The Buyer 

 This is the application that we are primarily 
concerned about. This is the application that re-
configures its architecture through the process of buying 
web-services. The application receives a relative 
weighting amongst the Quality Attributes that it is 
concerned about.

 
b)

 
The Seller

 This is the application that sells web services to 
the highest bidder. This application has a minimum ‘ask’ 
price, below which it is not economical for the seller to 
sell. This is so due to the fact that computation, storage 
and data transfer all have a cost in the cloud. These are 
all paid by the seller’s web service.

 
c)

 
The Marketplace 

 This is an application that resides in the cloud, and acts 
as the meeting point for buyers and sellers. Our 
condition of Individual

 
Rationality (IR) means that this 

application does not exist for selfless purposes. That is, 
it gains some amount of money by virtue of bringing 
buyers and sellers together. The more the number of 
transactions that occur, the more it earns.

 There are various challenges in ensuring Quality 
Attributes (QA) of applications hosted in the cloud and 
hence the perceived quality of service of the cloud as a 
whole. We advocate a self- management/optimization 
architecture driven approach to ensure that Quality 
Attributes are met. The approach uses Service Level 
Agreements (SLA) and Utility Theory to direct the self-
optimization. We will propose more accurate application 
of multi-attribute utility theory to SLA negotiation. This 
would enable simulations of a cloud with

 
negotiating 

web-services, thus allowing us to test our idea of low-
level self-optimization leading to an emergent higher 
level optimized application state in the cloud. If 
successful, this would lead to long-lived applications in 
the cloud being more bouncily to change, and 
successfully adapting to changing Quality attribute 
optimization needs.

 

III.

 

Conclusions 

Cloud-based service-oriented applications have 
the potential to self-adapt their Qo

 

S, depending on 
demand. Using a market-based mechanism maps 
nicely to the real-world situation of unpredictable change 
of Quality of Service requirements, costs involved in 
adaptation and adaptation by competing applications. 
Service-based applications will thus have to 
continuously adapt themselves to react to changes in 
their context and to address changing user 
requirements. Adaptation must be achieved in an 
automatic fashion. Service-based applications should 
exhibit self-healing, self-optimizing, and self-protecting 
capabilities. Services in the cloud a are moving from

 

a 
fixed-price package to a more flexible, auction-based 
approach.
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likely to be accepted, if they are cautiously designed and laid out, contain few or no errors, are summarizing, and be conventional to the 
approach and instructions. They will in addition, be published with much less delays than those that require much technical and editorial 
correction. 
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The Editorial Board reserves the right to make literary corrections and to make suggestions to improve briefness. 

It is vital, that authors take care in submitting a manuscript that is written in simple language and adheres to published guidelines. 

 Format 

Language: The language of publication is UK English. Authors, for whom English is a second language, must have their manuscript 
efficiently edited by an English-speaking person before submission to make sure that, the English is of high excellence. It is preferable, 
that manuscripts should be professionally edited. 

Standard Usage, Abbreviations, and Units: Spelling and hyphenation should be conventional to The Concise Oxford English Dictionary. 
Statistics and measurements should at all times be given in figures, e.g. 16 min, except for when the number begins a sentence. When 
the number does not refer to a unit of measurement it should be spelt in full unless, it is 160 or greater. 

Abbreviations supposed to be used carefully. The abbreviated name or expression is supposed to be cited in full at first usage, followed 
by the conventional abbreviation in parentheses. 

Metric SI units are supposed to generally be used excluding where they conflict with current practice or are confusing. For illustration, 
1.4 l rather than 1.4 × 10-3 m3, or 4 mm somewhat than 4 × 10-3 m. Chemical formula and solutions must identify the form used, e.g. 
anhydrous or hydrated, and the concentration must be in clearly defined units. Common species names should be followed by 
underlines at the first mention. For following use the generic name should be constricted to a single letter, if it is clear. 

Structure 

All manuscripts submitted to Global Journals Inc. (US), ought to include: 

Title: The title page must carry an instructive title that reflects the content, a running title (less than 45 characters together with spaces), 
names of the authors and co-authors, and the place(s) wherever the work was carried out. The full postal address in addition with the e-
mail address of related author must be given. Up to eleven keywords or very brief phrases have to be given to help data retrieval, mining 
and indexing. 

 Abstract, used in Original Papers and Reviews: 

Optimizing Abstract for Search Engines 

Many researchers searching for information online will use search engines such as Google, Yahoo or similar. By optimizing your paper for 
search engines, you will amplify the chance of someone finding it. This in turn will make it more likely to be viewed and/or cited in a 
further work. Global Journals Inc. (US) have compiled these guidelines to facilitate you to maximize the web-friendliness of the most 
public part of your paper. 

Key Words 

A major linchpin in research work for the writing research paper is the keyword search, which one will employ to find both library and 
Internet resources. 

One must be persistent and creative in using keywords. An effective keyword search requires a strategy and planning a list of possible 
keywords and phrases to try. 

Search engines for most searches, use Boolean searching, which is somewhat different from Internet searches. The Boolean search uses 
"operators," words (and, or, not, and near) that enable you to expand or narrow your affords. Tips for research paper while preparing 
research paper are very helpful guideline of research paper. 

Choice of key words is first tool of tips to write research paper. Research paper writing is an art.A few tips for deciding as strategically as 
possible about keyword search: 
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One should start brainstorming lists of possible keywords before even begin searching. Think about the most 
important concepts related to research work. Ask, "What words would a source have to include to be truly 
valuable in research paper?" Then consider synonyms for the important words. 
It may take the discovery of only one relevant paper to let steer in the right keyword direction because in most 
databases, the keywords under which a research paper is abstracted are listed with the paper. 
One should avoid outdated words. 

Keywords are the key that opens a door to research work sources. Keyword searching is an art in which researcher's skills are 
bound to improve with experience and time. 

 Numerical Methods: Numerical methods used should be clear and, where appropriate, supported by references. 

Acknowledgements: Please make these as concise as possible. 

 References 

References follow the Harvard scheme of referencing. References in the text should cite the authors' names followed by the time of their 
publication, unless there are three or more authors when simply the first author's name is quoted followed by et al. unpublished work 
has to only be cited where necessary, and only in the text. Copies of references in press in other journals have to be supplied with 
submitted typescripts. It is necessary that all citations and references be carefully checked before submission, as mistakes or omissions 
will cause delays. 

References to information on the World Wide Web can be given, but only if the information is available without charge to readers on an 
official site. Wikipedia and Similar websites are not allowed where anyone can change the information. Authors will be asked to make 
available electronic copies of the cited information for inclusion on the Global Journals Inc. (US) homepage at the judgment of the 
Editorial Board. 

The Editorial Board and Global Journals Inc. (US) recommend that, citation of online-published papers and other material should be done 
via a DOI (digital object identifier). If an author cites anything, which does not have a DOI, they run the risk of the cited material not 
being noticeable. 

The Editorial Board and Global Journals Inc. (US) recommend the use of a tool such as Reference Manager for reference management 
and formatting. 

 Tables, Figures and Figure Legends 

Tables: Tables should be few in number, cautiously designed, uncrowned, and include only essential data. Each must have an Arabic 
number, e.g. Table 4, a self-explanatory caption and be on a separate sheet. Vertical lines should not be used. 

Figures: Figures are supposed to be submitted as separate files. Always take in a citation in the text for each figure using Arabic numbers, 
e.g. Fig. 4. Artwork must be submitted online in electronic form by e-mailing them. 

 Preparation of Electronic Figures for Publication 

Even though low quality images are sufficient for review purposes, print publication requires high quality images to prevent the final 
product being blurred or fuzzy. Submit (or e-mail) EPS (line art) or TIFF (halftone/photographs) files only. MS PowerPoint and Word 
Graphics are unsuitable for printed pictures. Do not use pixel-oriented software. Scans (TIFF only) should have a resolution of at least 350 
dpi (halftone) or 700 to 1100 dpi (line drawings) in relation to the imitation size. Please give the data for figures in black and white or 
submit a Color Work Agreement Form. EPS files must be saved with fonts embedded (and with a TIFF preview, if possible). 

For scanned images, the scanning resolution (at final image size) ought to be as follows to ensure good reproduction: line art: >650 dpi; 
halftones (including gel photographs) : >350 dpi; figures containing both halftone and line images: >650 dpi. 

Color Charges: It is the rule of the Global Journals Inc. (US) for authors to pay the full cost for the reproduction of their color artwork. 
Hence, please note that, if there is color artwork in your manuscript when it is accepted for publication, we would require you to 
complete and return a color work agreement form before your paper can be published. 
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Figure Legends: Self-explanatory legends of all figures should be incorporated separately under the heading 'Legends to Figures'. In the 
full-text online edition of the journal, figure legends may possibly be truncated in abbreviated links to the full screen version. Therefore, 
the first 100 characters of any legend should notify the reader, about the key aspects of the figure. 

6. AFTER ACCEPTANCE

 
Upon approval of a paper for publication, the manuscript will be forwarded to the dean, who is responsible for the publication of the 
Global Journals Inc. (US). 

 

6.1 Proof Corrections

 
The corresponding author will receive an e-mail alert containing a link to a website or will be attached. A working e-mail address must 
therefore be provided for the related author. 

Acrobat Reader will be required in order to read this file. This software can be downloaded 

(Free of charge) from the following website: 

www.adobe.com/products/acrobat/readstep2.html. This will facilitate the file to be opened, read on screen, and printed out in order for 
any corrections to be added. Further instructions will be sent with the proof. 

Proofs must be returned to the dean at dean@globaljournals.org within three days of receipt. 

As changes to proofs are costly, we inquire that you only correct typesetting errors. All illustrations are retained by the publisher. Please 
note that the authors are responsible for all statements made in their work, including changes made by the copy editor. 

 

6.2 Early View of Global Journals Inc. (US) (Publication Prior to Print)

 
The Global Journals Inc. (US) are enclosed by our publishing's Early View service. Early View articles are complete full-text articles sent in 
advance of their publication. Early View articles are absolute and final. They have been completely reviewed, revised and edited for 
publication, and the authors' final corrections have been incorporated. Because they are in final form, no changes can be made after 
sending them. The nature of Early View articles means that they do not yet have volume, issue or page numbers, so Early View articles 
cannot be cited in the conventional way. 

 

6.3 Author Services

 
Online production tracking is available for your article through Author Services. Author Services enables authors to track their article - 
once it has been accepted - through the production process to publication online and in print. Authors can check the status of their 
articles online and choose to receive automated e-mails at key stages of production. The authors will receive an e-mail with a unique link 
that enables them to register and have their article automatically added to the system. Please ensure that a complete e-mail address is 
provided when submitting the manuscript. 

 

6.4 Author Material Archive Policy

 
Please note that if not specifically requested, publisher will dispose off hardcopy & electronic information submitted, after the two 
months of publication. If you require the return of any information submitted, please inform the Editorial Board or dean as soon as 
possible. 

 

6.5 Offprint and Extra Copies

 
A PDF offprint of the online-published article will be provided free of charge to the related author, and may be distributed according to 
the Publisher's terms and conditions. Additional paper offprint may be ordered by emailing us at: editor@globaljournals.org . 

                   

You must strictly follow above Author Guidelines before submitting your paper or else we will not at all be responsible for any
corrections in future in any of the way.
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2. Evaluators are human: First thing to remember that evaluators are also human being. They are not only meant for rejecting a paper. 
They are here to evaluate your paper. So, present your Best. 

3. Think Like Evaluators: If you are in a confusion or getting demotivated that your paper will be accepted by evaluators or not, then 
think and try to evaluate your paper like an Evaluator. Try to understand that what an evaluator wants in your research paper and 
automatically you will have your answer. 

4. Make blueprints of paper: The outline is the plan or framework that will help you to arrange your thoughts. It will make your paper 
logical. But remember that all points of your outline must be related to the topic you have chosen.  

5. Ask your Guides: If you are having any difficulty in your research, then do not hesitate to share your difficulty to your guide (if you 
have any). They will surely help you out and resolve your doubts. If you can't clarify what exactly you require for your work then ask the 
supervisor to help you with the alternative. He might also provide you the list of essential readings. 

6. Use of computer is recommended: As you are doing research in the field of Computer Science, then this point is quite obvious. 

 

7. Use right software: Always use good quality software packages. If you are not capable to judge good software then you can lose 
quality of your paper unknowingly. There are various software programs available to help you, which you can get through Internet. 

 

8. Use the Internet for help: An excellent start for your paper can be by using the Google. It is an excellent search engine, where you can 
have your doubts resolved. You may also read some answers for the frequent question how to write my research paper or find model 
research paper. From the internet library you can download books. If you have all required books make important reading selecting and 
analyzing the specified information. Then put together research paper sketch out. 

9. Use and get big pictures: Always use encyclopedias, Wikipedia to get pictures so that you can go into the depth. 

 

10. Bookmarks are useful: When you read any book or magazine, you generally use bookmarks, right! It is a good habit, which helps to 
not to lose your continuity. You should always use bookmarks while searching on Internet also, which will make your search easier. 

 

 

Before start writing a good quality Computer Science Research Paper, let us first understand what is Computer Science Research Paper? 
So, Computer Science Research Paper is the paper which is written by professionals or scientists who are associated to Computer Science 
and Information Technology, or doing research study in these areas. If you are novel to this field then you can consult about

 
this field 

from your supervisor or guide.
 

TECHNIQUES FOR WRITING A GOOD QUALITY RESEARCH PAPER:
 

1. Choosing the topic:
 
In most cases, the topic is searched by the interest of author but it can be also suggested by the guides. You can 

have several topics and then you can judge that in which topic or subject you are finding yourself most comfortable. This can
 
be done by 

asking several questions to yourself, like Will I be able to carry our search in this area? Will I find all necessary recourses to accomplish 
the search? Will I be able to find all information in this field area? If the answer of these types of questions will be "Yes" then you can 
choose that topic. In most of the cases, you may have to conduct the surveys and have to visit several places because this field is related 
to Computer Science and Information Technology. Also, you may have to do a lot of work to find all rise and falls regarding the various 
data of that subject. Sometimes, detailed information plays a vital role, instead of short information.

 

 

11. Revise what you wrote: When you write anything, always read it, summarize it and then finalize it. 
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16. Use proper verb tense: Use proper verb tenses in your paper. Use past tense, to present those events that happened. Use present 
tense to indicate events that are going on. Use future tense to indicate future happening events. Use of improper and wrong tenses will 
confuse the evaluator. Avoid the sentences that are incomplete. 

17. Never use online paper: If you are getting any paper on Internet, then never use it as your research paper because it might be 
possible that evaluator has already seen it or maybe it is outdated version.  

18. Pick a good study spot:  To do your research studies always try to pick a spot, which is quiet. Every spot is not for studies. Spot that 
suits you choose it and proceed further. 

19. Know what you know: Always try to know, what you know by making objectives. Else, you will be confused and cannot achieve your 
target. 

 

20. Use good quality grammar: Always use a good quality grammar and use words that will throw positive impact on evaluator. Use of 
good quality grammar does not mean to use tough words, that for each word the evaluator has to go through dictionary. Do not start 
sentence with a conjunction. Do not fragment sentences. Eliminate one-word sentences. Ignore passive voice. Do not ever use a big 
word when a diminutive one would suffice. Verbs have to be in agreement with their subjects. Prepositions are not expressions to finish 
sentences with. It is incorrect to ever divide an infinitive. Avoid clichés like the disease. Also, always shun irritating alliteration. Use 
language that is simple and straight forward. put together a neat summary. 

21. Arrangement of information: Each section of the main body should start with an opening sentence and there should be a 
changeover at the end of the section. Give only valid and powerful arguments to your topic. You may also maintain your arguments with 
records. 

 

22. Never start in last minute: Always start at right time and give enough time to research work. Leaving everything to the last minute 
will degrade your paper and spoil your work. 

23. Multitasking in research is not good: Doing several things at the same time proves bad habit in case of research activity. Research is 
an area, where everything has a particular time slot. Divide your research work in parts and do particular part in particular time slot. 

 

24. Never copy others' work: Never copy others' work and give it your name because if evaluator has seen it anywhere you will be in 
trouble. 

 

25. Take proper rest and food: No matter how many hours you spend for your research activity, if you are not taking care of your health 
then all your efforts will be in vain. For a quality research, study is must, and this can be done by taking proper rest and food.  

 

26. Go for seminars: Attend seminars if the topic is relevant to your research area. Utilize all your resources. 

 

12. Make all efforts: Make all efforts to mention what you are going to write in your paper. That means always have a good start. Try to 
mention everything in introduction, that what is the need of a particular research paper. Polish your work by good skill of writing and 
always give an evaluator, what he wants. 

13. Have backups: When you are going to do any important thing like making research paper, you should always have backup copies of it 
either in your computer or in paper. This will help you to not to lose any of your important. 

14. Produce good diagrams of your own: Always try to include good charts or diagrams in your paper to improve quality. Using several 
and unnecessary diagrams will degrade the quality of your paper by creating "hotchpotch." So always, try to make and include those 
diagrams, which are made by your own to improve readability and understandability of your paper. 

15. Use of direct quotes: When you do research relevant to literature, history or current affairs then use of quotes become essential but 
if study is relevant to science then use of quotes is not preferable.  
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sufficient. Use words properly, regardless of how others use them. Remove quotations. Puns are for kids, not grunt readers. 
Amplification is a billion times of inferior quality than sarcasm. 

32. Never oversimplify everything: To add material in your research paper, never go for oversimplification. This will definitely irritate the 
evaluator. Be more or less specific. Also too, by no means, ever use rhythmic redundancies. Contractions aren't essential and shouldn't 
be there used. Comparisons are as terrible as clichés. Give up ampersands and abbreviations, and so on. Remove commas, that are, not 
necessary. Parenthetical words however should be together with this in commas. Understatement is all the time the complete best way 
to put onward earth-shaking thoughts. Give a detailed literary review. 

33. Report concluded results: Use concluded results. From raw data, filter the results and then conclude your studies based on 
measurements and observations taken. Significant figures and appropriate number of decimal places should be used. Parenthetical

 

remarks are prohibitive. Proofread carefully at final stage. In the end give outline to your arguments. Spot out perspectives of further 
study of this subject. Justify your conclusion by at the bottom of them with sufficient justifications and examples. 

 

34. After conclusion: Once you have concluded your research, the next most important step is to present your findings. Presentation is 
extremely important as it is the definite medium though which your research is going to be in print to the rest of the crowd. Care should 
be taken to categorize your thoughts well and present them in a logical and neat manner. A good quality research paper format is 
essential because it serves to highlight your research paper and bring to light all necessary aspects in your research.

 

Key points to remember:  

Submit all work in its final form. 
Write your paper in the form, which is presented in the guidelines using the template. 
Please note the criterion for grading the final paper by peer-reviewers. 

Final Points:  

A purpose of organizing a research paper is to let people to interpret your effort selectively. The journal requires the following sections, 
submitted in the order listed, each section to start on a new page.  

The introduction will be compiled from reference matter and will reflect the design processes or outline of basis that direct you to make 
study. As you will carry out the process of study, the method and process section will be constructed as like that. The result segment will 
show related statistics in nearly sequential order and will direct the reviewers next to the similar intellectual paths throughout the data 
that you took to carry out your study. The discussion section will provide understanding of the data and projections as to the implication 
of the results. The use of good quality references all through the paper will give the effort trustworthiness by representing an alertness 
of prior workings. 

 

27. Refresh your mind after intervals: Try to give rest to your mind by listening to soft music or by sleeping in intervals. This will also 
improve your memory. 

28. Make colleagues: Always try to make colleagues. No matter how sharper or intelligent you are, if you make colleagues you can have 
several ideas, which will be helpful for your research. 

Think technically: Always think technically. If anything happens, then search its reasons, its benefits, and demerits. 

30. Think and then print: When you will go to print your paper, notice that tables are not be split, headings are not detached from their 
descriptions, and page sequence is maintained.  

31. Adding unnecessary information: Do not add unnecessary information, like, I have used MS Excel to draw graph. Do not add 
irrelevant and inappropriate material. These all will create superfluous. Foreign terminology and phrases are not apropos. One should 
NEVER take a broad view. Analogy in script is like feathers on a snake. Not at all use a large word when a very small one would be                    

29.
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Separating a table/chart or figure - impound each figure/table to a single page 
Submitting a manuscript with pages out of sequence 

In every sections of your document 

· Use standard writing style including articles ("a", "the," etc.) 

· Keep on paying attention on the research topic of the paper 

 

· Use paragraphs to split each significant point (excluding for the abstract) 

 

· Align the primary line of each section 

 

· Present your points in sound order 

 

· Use present tense to report well accepted  

 

· Use past tense to describe specific results  

 

· Shun familiar wording, don't address the reviewer directly, and don't use slang, slang language, or superlatives  

 

· Shun use of extra pictures - include only those figures essential to presenting results 

 

Title Page: 

 

Choose a revealing title. It should be short. It should not have non-standard acronyms or abbreviations. It should not exceed two printed 
lines. It should include the name(s) and address (es) of all authors. 

 
 

 

 

 

Writing a research paper is not an easy job no matter how trouble-free the actual research or concept. Practice, excellent preparation, 
and controlled record keeping are the only means to make straightforward the progression.  

General style: 

Specific editorial column necessities for compliance of a manuscript will always take over from directions in these general guidelines. 

To make a paper clear 

· Adhere to recommended page limits 

Mistakes to evade 

Insertion a title at the foot of a page with the subsequent text on the next page 
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shortening the outcome. Sum up the study, with the subsequent elements in any summary. Try to maintain the initial two items to no 
more than one ruling each.  

Reason of the study - theory, overall issue, purpose 
Fundamental goal 
To the point depiction of the research 
Consequences, including definite statistics - if the consequences are quantitative in nature, account quantitative data; results 
of any numerical analysis should be reported 
Significant conclusions or questions that track from the research(es) 

Approach: 

Single section, and succinct 
As a outline of job done, it is always written in past tense 
A conceptual should situate on its own, and not submit to any other part of the paper such as a form or table 
Center on shortening results - bound background information to a verdict or two, if completely necessary 
What you account in an conceptual must be regular with what you reported in the manuscript 
Exact spelling, clearness of sentences and phrases, and appropriate reporting of quantities (proper units, important statistics) 
are just as significant in an abstract as they are anywhere else 

Introduction:  

 

The Introduction should "introduce" the manuscript. The reviewer should be presented with sufficient background information to be 
capable to comprehend and calculate the purpose of your study without having to submit to other works. The basis for the study should 
be offered. Give most important references but shun difficult to make a comprehensive appraisal of the topic. In the introduction, 
describe the problem visibly. If the problem is not acknowledged in a logical, reasonable way, the reviewer will have no attention in your 
result. Speak in common terms about techniques used to explain the problem, if needed, but do not present any particulars about the 
protocols here. Following approach can create a valuable beginning: 

Explain the value (significance) of the study  
Shield the model - why did you employ this particular system or method? What is its compensation? You strength remark on its 
appropriateness from a abstract point of vision as well as point out sensible reasons for using it. 
Present a justification. Status your particular theory (es) or aim(s), and describe the logic that led you to choose them. 
Very for a short time explain the tentative propose and how it skilled the declared objectives. 

Approach: 

Use past tense except for when referring to recognized facts. After all, the manuscript will be submitted after the entire job is 
done.  
Sort out your thoughts; manufacture one key point with every section. If you make the four points listed above, you will need a

 

least of four paragraphs. 

 

 

Abstract: 

The summary should be two hundred words or less. It should briefly and clearly explain the key findings reported in the manuscript--
must have precise statistics. It should not have abnormal acronyms or abbreviations. It should be logical in itself. Shun citing references 
at this point. 

An abstract is a brief distinct paragraph summary of finished work or work in development. In a minute or less a reviewer can be taught 
the foundation behind the study, common approach to the problem, relevant results, and significant conclusions or new questions.  

Write your summary when your paper is completed because how can you write the summary of anything which is not yet written? 
Wealth of terminology is very essential in abstract. Yet, use comprehensive sentences and do not let go readability for briefness. You can 
maintain it succinct by phrasing sentences so that they provide more than lone rationale. The author can at this moment go straight to 
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principle while stating the situation. The purpose is to text all particular resources and broad procedures, so that another person may 
use some or all of the methods in one more study or referee the scientific value of your work. It is not to be a step by step report of the 
whole thing you did, nor is a methods section a set of orders. 

 

Materials: 

Explain materials individually only if the study is so complex that it saves liberty this way. 
Embrace particular materials, and any tools or provisions that are not frequently found in laboratories.  
Do not take in frequently found. 
If use of a definite type of tools. 
Materials may be reported in a part section or else they may be recognized along with your measures. 

Methods:  

Report the method (not particulars of each process that engaged the same methodology) 
Describe the method entirely 
To be succinct, present methods under headings dedicated to specific dealings or groups of measures 
Simplify - details how procedures were completed not how they were exclusively performed on a particular day.  
If well known procedures were used, account the procedure by name, possibly with reference, and that's all.  

Approach:  

It is embarrassed or not possible to use vigorous voice when documenting methods with no using first person, which would 
focus the reviewer's interest on the researcher rather than the job. As a result when script up the methods most authors use 
third person passive voice. 
Use standard style in this and in every other part of the paper - avoid familiar lists, and use full sentences. 

What to keep away from 

Resources and methods are not a set of information. 
Skip all descriptive information and surroundings - save it for the argument. 
Leave out information that is immaterial to a third party. 

Results: 

 
 

The principle of a results segment is to present and demonstrate your conclusion. Create this part a entirely objective details of the 
outcome, and save all understanding for the discussion. 

 

The page length of this segment is set by the sum and types of data to be reported. Carry on to be to the point, by means of statistics and 
tables, if suitable, to present consequences most efficiently.You must obviously differentiate material that would usually be incorporated 
in a study editorial from any unprocessed data or additional appendix matter that would not be available. In fact, such matter should not 
be submitted at all except requested by the instructor. 

 

Present surroundings information only as desirable in order hold up a situation. The reviewer does not desire to read the 
whole thing you know about a topic. 
Shape the theory/purpose specifically - do not take a broad view. 
As always, give awareness to spelling, simplicity and correctness of sentences and phrases. 

Procedures (Methods and Materials): 

This part is supposed to be the easiest to carve if you have good skills. A sound written Procedures segment allows a capable scientist to 
replacement your results. Present precise information about your supplies. The suppliers and clarity of reagents can be helpful bits of 
information. Present methods in sequential order but linked methodologies can be grouped as a segment. Be concise when relating the 
protocols. Attempt for the least amount of information that would permit another capable scientist to spare your outcome but be
cautious that vital information is integrated. The use of subheadings is suggested and ought to be synchronized with the results section. 
When a technique is used that has been well described in another object, mention the specific item describing a way but draw the basic 
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Do not present the similar data more than once. 
Manuscript should complement any figures or tables, not duplicate the identical information. 
Never confuse figures with tables - there is a difference. 

Approach 
As forever, use past tense when you submit to your results, and put the whole thing in a reasonable order.
Put figures and tables, appropriately numbered, in order at the end of the report  
If you desire, you may place your figures and tables properly within the text of your results part. 

Figures and tables 
If you put figures and tables at the end of the details, make certain that they are visibly distinguished from any attach appendix 
materials, such as raw facts 
Despite of position, each figure must be numbered one after the other and complete with subtitle  
In spite of position, each table must be titled, numbered one after the other and complete with heading 
All figure and table must be adequately complete that it could situate on its own, divide from text 

Discussion: 

 

The Discussion is expected the trickiest segment to write and describe. A lot of papers submitted for journal are discarded based on
problems with the Discussion. There is no head of state for how long a argument should be. Position your understanding of the outcome
visibly to lead the reviewer through your conclusions, and then finish the paper with a summing up of the implication of the study. The
purpose here is to offer an understanding of your results and hold up for all of your conclusions, using facts from your research and
generally accepted information, if suitable. The implication of result should be visibly described. 
Infer your data in the conversation in suitable depth. This means that when you clarify an observable fact you must explain mechanisms
that may account for the observation. If your results vary from your prospect, make clear why that may have happened. If your results
agree, then explain the theory that the proof supported. It is never suitable to just state that the data approved with prospect, and let it
drop at that. 

Make a decision if each premise is supported, discarded, or if you cannot make a conclusion with assurance. Do not just dismiss
a study or part of a study as "uncertain." 
Research papers are not acknowledged if the work is imperfect. Draw what conclusions you can based upon the results that
you have, and take care of the study as a finished work  
You may propose future guidelines, such as how the experiment might be personalized to accomplish a new idea. 
Give details all of your remarks as much as possible, focus on mechanisms. 
Make a decision if the tentative design sufficiently addressed the theory, and whether or not it was correctly restricted. 
Try to present substitute explanations if sensible alternatives be present. 
One research will not counter an overall question, so maintain the large picture in mind, where do you go next? The best
studies unlock new avenues of study. What questions remain? 
Recommendations for detailed papers will offer supplementary suggestions.

Approach:  

When you refer to information, differentiate data generated by your own studies from available information 
Submit to work done by specific persons (including you) in past tense.  
Submit to generally acknowledged facts and main beliefs in present tense.  

Content 

Sum up your conclusion in text and demonstrate them, if suitable, with figures and tables.  
In manuscript, explain each of your consequences, point the reader to remarks that are most appropriate. 
Present a background, such as by describing the question that was addressed by creation an exacting study. 
Explain results of control experiments and comprise remarks that are not accessible in a prescribed figure or table, if 
appropriate. 
Examine your data, then prepare the analyzed (transformed) data in the form of a figure (graph), table, or in manuscript form. 

What to stay away from 
Do not discuss or infer your outcome, report surroundings information, or try to explain anything. 
Not at all, take in raw data or intermediate calculations in a research manuscript.                    
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Do not give permission to anyone else to "PROOFREAD" your manuscript. 

Methods to avoid Plagiarism is applied by us on every paper, if found guilty, you will be blacklisted by all of our collaborated
research groups, your institution will be informed for this and strict legal actions will be taken immediately.) 
To guard yourself and others from possible illegal use please do not permit anyone right to use to your paper and files. 

The major constraint is that you must independently make all content, tables, graphs, and facts that are offered in the paper.
You must write each part of the paper wholly on your own. The Peer-reviewers need to identify your own perceptive of the
concepts in your own terms. NEVER extract straight from any foundation, and never rephrase someone else's analysis. 

Please carefully note down following rules and regulation before submitting your Research Paper to Global Journals Inc. (US):  

Segment Draft and Final Research Paper: You have to strictly follow the template of research paper. If it is not done your paper may get
rejected.  

   

XXII
  

   

                   

© Copyright by Global Journals Inc.(US)| Guidelines Handbook



 

 

Please note that following table is only a Grading of "Paper Compilation" and not on "Performed/Stated Research" whose grading 
solely depends on Individual Assigned Peer Reviewer and Editorial Board Member. These can be available only on request and after 
decision of Paper. This report will be the property of Global Journals Inc. (US).

Topics Grades

A-B C-D E-F

Abstract

Clear and concise with 
appropriate content, Correct 
format. 200 words or below 

Unclear summary and no 
specific data, Incorrect form

Above 200 words 

No specific data with ambiguous 
information

Above 250 words

Introduction

Containing all background 
details with clear goal and 
appropriate details, flow 
specification, no grammar 
and spelling mistake, well 
organized sentence and 
paragraph, reference cited

Unclear and confusing data, 
appropriate format, grammar 
and spelling errors with 
unorganized matter

Out of place depth and content, 
hazy format

Methods and 
Procedures

Clear and to the point with 
well arranged paragraph, 
precision and accuracy of 
facts and figures, well 
organized subheads

Difficult to comprehend with 
embarrassed text, too much 
explanation but completed 

Incorrect and unorganized 
structure with hazy meaning

Result

Well organized, Clear and 
specific, Correct units with 
precision, correct data, well 
structuring of paragraph, no 
grammar and spelling 
mistake

Complete and embarrassed 
text, difficult to comprehend

Irregular format with wrong facts 
and figures

Discussion

Well organized, meaningful 
specification, sound 
conclusion, logical and 
concise explanation, highly 
structured paragraph 
reference cited 

Wordy, unclear conclusion, 
spurious

Conclusion is not cited, 
unorganized, difficult to 
comprehend 

References
Complete and correct 
format, well organized

Beside the point, Incomplete Wrong format and structuring
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