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Abstract- Here in this paper we devised a novel orthogenesis evolution based GA technique for QoS 
fitness scope aware routing in Mobile Ad hoc Networks. The past decade research towards route 
discovery strategies for mobile ad hoc networks is continuing with magnitude speed. However, the 
majority of the routing solutions devised in past are dealing only with the optimality of the data 
transmission. QoS aware hop level connections in a given route are not supported with the desired 
frequency. Hence the QoS aware routing in mobile ad hoc networks is grabbing the attention of many 
researchers as this domain is on the hot edge of the current research. In regard to this we devised an 
Orthogenesis evolution based Genetic algorithm for QoS fitness scope aware route discovery in 
Mobile ad hoc networks. Due to the computational complexities of GA and limits of ad hoc network 
resources, very few researchers devised GA based QoS optimality strategies for route discovery in 
MANETs. The model devised here in this paper is successfully handling these issues and emerged 
as best in its class of QoS aware route discovery strategies. The experimental results are exploring 
the scalability, optimality and robustness of the proposed model.
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QFSRD: Orthogenesis Evolution based Genetic 
Algorithm for Qos Fitness Scope Aware Route 

Discovery in Ad Hoc Networks

Abstract- Here in this paper we devised a novel orthogenesis 
evolution based GA technique for QoS fitness scope aware 
routing in Mobile Ad hoc Networks. The past decade research 
towards route discovery strategies for mobile ad hoc networks 
is continuing with magnitude speed. However, the majority of 
the routing solutions devised in past are dealing only with the 
optimality of the data transmission. QoS aware hop level 
connections in a given route are not supported with the 
desired frequency. Hence the QoS aware routing in mobile ad 
hoc networks is grabbing the attention of many researchers as 
this domain is on the hot edge of the current research. In 
regard to this we devised an Orthogenesis evolution based 
Genetic algorithm for QoS fitness scope aware route discovery 
in Mobile ad hoc networks. Due to the computational 
complexities of GA and limits of ad hoc network resources, 
very few researchers devised GA based QoS optimality 
strategies for route discovery in MANETs. The model devised 
here in this paper is successfully handling these issues and 
emerged as best in its class of QoS aware route discovery 
strategies. The experimental results are exploring the 
scalability, optimality and robustness of the proposed model.

I. Introduction

ANETs are wireless mobile Ad Hoc Networks 
that operate without any infrastructure, can be 
implemented quickly and are flexible to the 

connectivity and environment of the traffic and mobility 
patterns. 

MANET is unlike a traditional wireless networks 
that have a wired network supporting them for providing 
data services to mobile users. The network can be setup 
anywhere for sharing data where there is no pre existing 
wired network. The applications of mobile Adhoc 
network vary such as, setting up a communications 
network in a local area for conferences, meetings, 
advertising, e-classes, media events, for 
communications used in battlefields, for 
telecommunication networks in traffic control [15], for 
communication in disaster recovery areas, etc. 

In MANET the network communication is a 
peer-to-peer wireless connectivity between nodes with 
either a single hop between a mobile cell

Authorα: Associate Professor, ECE Dept., NIET, Hyderabad, India. 
e-mail: mlravigates@gmail.com
Author σ: Professor, coordination, ECE Dept., JNTUH, Kukatpally, 
Hyderabad, India. e-mail: drpcsreddy@gmail.com

and a base station or multi-hop wireless transmission 
without any base stations. 

The nodes are mobile and act as hosts as well 
as routers. A node functions, as a host transmitting data 
to other nodes, as a destination node for receiving the 
data and also as a router for routing the data to other 
nodes.

The study in the field of routing in Mobile Ad hoc 
Networks has been extensive however is mostly based 
on the best effort data traffic [1, 2] that is not actually a 
Quality of Service. Similar studies based on QoS 
objective in wire line network routing [3, 4] devised 
algorithms for routing that face in MANETs 
implementation problems due to the networks dynamic 
topology and bandwidth constraints. 

The increasing availability and use of mobile 
devices and requirement for wireless access of Internet, 
television, VOIP, multimedia audio/video, and especially 
real time audio and video streaming requires these 
services to be implemented in MANETs with Quality of 
Service (QoS) routing. The need for implementing 
MANETs is increasing parallel to the growth in access of 
mobile data.

The service quality is defined by efficiency of the 
data flow which can be measured with a set of 
constraints such as bandwidth, response time of 
service, end-to-end delay, interruptions, packet loss, 
etc.

In path discovery the algorithms for routing try 
to find a path having suitable QoS specified resources 
while minimizing the search, distance and traffic 
problems. A Mobile Adhoc network is depicted in the 
below Figure 1. A topology of a wireless paths is 
obtained from the Figure 1 and is depicted in the below 
Figure 2. The nodes that are mobile in nature are 
represented by A, B, C, K letters and the bandwidth 
available with the wireless links is represented adjacent 
to every edge with 1,2,3,4,5,6 numbers. If we require 
determining a path between source node A and 
destination node G, the path that is shortest according 
to a general technique of path finding would be “A-B-H-
G”. The selection of the QoS route is completely 
different from the general practice as criterions such as 
bandwidth etc are considered as QoS metric. If a path 
between node A and node G is required with minimum 
of 4 mbps bandwidth then path that is shortest “A-B-H-

M

M. L. Ravi Chandra α  & Dr. P. Chandra Sekhar Reddy σ

Keywords: othogenesis evolution, QOS fitness scope.
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G” cannot offer the needed bandwidth and so the 
possible QoS aware path would be “A-B-C-D-E-F-G.”

Mobile Node Shortest Path
Signal Range QoS satisfied path

Wireless 
Link Figure 2 :   an example of 

QoS routing in Manet
Figure 1 : An example 

Manet connectivity

The research work developed till date for QoS 
based routing of Mobile Adhoc Networks are, QoS 
models [5, 6], QoS resource reservation signaling [7], 
QoS Medium Access Control (MAC) [8], QoS 
scheduling [9], and QoS routing [10, 11, 12, 13, 14]. 

The complex QoS functionality involved in 
MANET implementation is limited by available resources 
and dynamic network topology. The flow could be 
inelastic i.e. uni or multicast, elastic involving TCP or the 
QoS may have multiple client requirements making the 
QoS routing very difficult [12, 14] as determined in 
previous research. In a dynamic environment as the 
nodes are mobile the addition and deletion of nodes 
makes the creation of routing paths very complicated. 
To handle the sudden changes affecting the MANET 
topology and delivering a multi-path QoS routing 
requires designing approximated solutions and efficient 
routing algorithms with various techniques and the latest 
techniques such as Fuzzy Logic (FL), Artificial 
Intelligence (AI), Neural Networks (NNs), Genetic 
Algorithm (GAs) etc. 

In this paper an orthogenesis GA based QoS 
fitness scope aware route selection strategy for MANETs 
called QFSDR is presented. This technique is devised 
with the motivation gained from the earlier model called 
GA based routing method GAMAN [18]. The objective of 
the proposed model is, unlike GAMAN and other 
benchmarking models it should consider many QOS 
factors along with other contextual QoS metrics and also 
should achieve the optimality in evolution complexity. 
The performance of the method is assessed with 
simulations based tests in different network topologies.

The paper is structured as below. Section 2 
shows the confirmed contemporary related work. The 
devised model is explored in Section 3. The results of 
the simulation tests are shown in the Section 4. The 
conclusions are finally presented in Section 5.

II. Related Work

In this section a review of the routing techniques 
based on QoS in MANETs are given as follows, 

A QoS-aware routing path discovery approach 
called “ticket-based probing algorithm” by Nahrstedt et 
al [10] is based on controlling with a calculated number 
of tickets the total messages flooded in a route. A 
message for probing comprises of minimum one ticket 
and a message on arrival at a node if it does not contain 
only one ticket may be divided into several probes and 
routed to other nodes. In this way every child probe 
consists of tickets subset to its parent. The probe 
carrying the hop-by-hop path or the delay/bandwidth 
data is used in reserving the resources based on the 
QoS requirements. The developers of the ticket based 
algorithm have built the technique on an imprecise 
model. Unlike wire line networks, Mobile Adhoc 
networks are constantly affected by link breakages 
resulting in the information transmitted being of 
imprecise type. So for the ticket-based probing 
algorithm is based on a plain model of imprecise nature 
where the history and current (estimated) delay 
variations are computed to determine the current delay 
depicted in a range [delay – δ, delay + δ]. This 
algorithm applies route redundancy at various levels by 
including in route maintenance the techniques of path-
repairing as well as re-routing. Here in the process, a 
node on detecting a path that is broken notifies the 
source node. The source node then uses the technique 
of path-repair for repairing the old path using local 
reconstructions. The transmission is rerouted with a new 
possible route while notifying the subsequent release of 
resources at the nodes existing between in the old route. 
Here unlike the technique of re-routing, a completely 
new path is not found and instead the approach 
attempts to adjust to the MANETs dynamic environment.

A routing approach based on QoS for Mobile 
Ad hoc networks of size in the range of small and 
medium called “Core Extraction Distributed Ad hoc 
Routing (CEDAR)” [11]. The CEDAR approach involves 
3 main mechanisms. First, the Core Extraction 
mechanism selects a group of nodes based on the 
MANETs minimum dominating group or links having 
large bandwidth of stable nature, to create the core that 
manages the nodes local topology and computes the 
route based on the requirement and the state of local 
conditions. Next Link State Propagation mechanism 
distributes to all the core nodes the information of the 
bandwidth available with stable links. The routing based 
on QoS is attained by passing stable links related high-
bandwidth information to distant nodes in the network 
and by containing dynamic links low bandwidth 
information in the area locally. Finally in the Route 
Computation mechanism, the computation of the path 
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establishes a core route from the source node domain 
to the destination node domain. This data of the core 
path is used to determine iteratively a partial route in the 
path that forms the core from the source to the farthest 
domain node possible in terms of the demanded 
bandwidth. In the next iteration this node acts as the 
source node.

In the strategy of CEDAR, the core mechanism 
offers a capable and cost effective platform for routing 
and the state propagation guarantees link-state 
information accessibility to core nodes with minimal 
expenses.

A protocol for routing given in [14] is built on 
QoS criteria and based on the estimation of the 
bandwidth. This bandwidth assessment is done by 
disseminating with “Hello” messages the information of 
the bandwidth. A contrast of two dissimilar approaches 
of bandwidth estimation is given here. When the criterion 
of bandwidth release is primarily essential, the 
functionality of the estimation method based on “Hello” 
bandwidth is efficient in comparison to the assessment 
approach based on “Listen” bandwidth. When the 
criterion of topologies of static nature using huge weight 
factors to minimize the congestion as well as the 
incorrect signaling of broken routes by lost “Hello” 
messages is considered the methods “Hello” and 
“Listen” show good functionality that is mostly same. 
When the criterion of mobile topology is considered 
“Hello” strategies functionality is more effective with 
respect to end-to-end throughput whereas the “Listen” 
strategies functionality is good with respect to the 
packet delivery ratio.

Genetic Algorithm-Based QoS Routing Protocol 
for MANETS (GAMAN) [18] for ad hoc networks is the 
most recent and best of its kind. The GAMAN is devised 
to identify optimal routes that are specific to two QoS 
factors called end-to-end delay and max transmission 
success ratio. The GAMAN is aimed to define QoS 
aware optimal routes for mobile ad hoc networks 
(MANTETs). Under the impact of mobility, the Quality of 
Service is proportionate to the node connectivity. The 
GAMAN is based on single point crossover and 
mutation and fitness function is assessing only the end-
to-end delay and max transmission success ratio.  The 
GAMAN evolutions are elitist that maintains best fit route 
remains unchanged in further evolutions. The 
experimental results explored by the authors concluding 
that it is optimal and robust for sparse to lower range of 
dense size networks. Moreover the fitness assessment 
is specific to a particular QoS factor; hence the route 
discovery is not optimal in regard to other QoS factors. 
The elitist model is optimal, but evolutions count is not in 
control for networks with nodes having QoS metric 
values distribution with high skewness [20].

Leonard Barolli, Makoto Ikeda et al., [19] 
devised a novel local search optimization strategy, 
which is an extension to their earlier work GAMAN [18] 

that referred as E-GAMAN. The devised search space 
reduction algorithm (SSRA) is mainly aimed to minimize 
the crossover complexity observed in GAMAN. So that 
the local search become much faster, hence the time 
taken for optimal route selection will be low and the 
GAMAN can find a feasible wireless path very fast. But 
the issue of considering the impact of QoS factors other 
than mobility remains same and the evolutions count is 
still not in control for networks with nodes having QoS 
metric values distribution with high skewness [20].

In a gist, almost all of these benchmarking 
models including GAMAN [18] are specific to one or two 
QOS factors. The GAMAN is also not confident when 
QoS metric values are distributed with high skewness 
[20]. Henceforth, here in this paper we devised a novel 
orthogenesis genetic algorithm for optimal QoS aware 
route selection for mobile ad hoc networks. Unlike 
GAMAN the said model is equally considering all QoS 
metric values to assess the fitness of the resultant route. 
Since the GA that considered is following orthogenesis 
approach and the statistical strategy used to fix the 
need and scope of further evolutions, the number of 
evolutions is in control, which leads to minimize the 
search space

Unlike the traditional GA, the proposed model is 
constructing new generations by progressive evolution 
strategy. The progressive evolution strategy generates 
the child elements having more fitness than one or both 
of the parent elements. Hence the number of evolutions 
can be limited. The other contribution in devised model 
is fitness assessment that considers the many metrics 
with equal priority and the same time not losing the 
influence of prime QoS metric such as energy efficiency, 
connectivity or bandwidth availability. The QoS fitness 
scope assessment strategy proposed in this paper is 
based on the QoS factors of route and their earlier 
allocation impacts, which are described below: 
• A route can be rated best under a specific QoS 

factor, but might fail to deliver the same 
performance under the consideration of multiple 
QoS factors. 

• A route can be rated divergently with respect to its 
various QoS factors. As an example, a route can be 
best with respect to bandwidth availability, but the 
same route might be moderate in terms of packet 
delivery ratio scope, worst in the context of end-to-
end delay scope.

• The importance of the QoS factors might vary from 
one routing context to other.

• According to the impact of QoS factors of the routes 
described, it is evident that the best ranked route 
under single QoS factor is not always the optimal 

III. Orthogenesis Evolution based 
Genetic Algorithm for qos Fitness 

Scope aware Route Discovery
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towards ad hoc routing. The route that performed 
well under some prioritized QoS factors are always 
need not be the best fit under other prioritized QoS 
factors. In regard to this the devised QoS fitness 
scope aware strategy finds the best fit route, which 
is based on QoS fitness scope and one or more 
prioritized QoS factors opted. This process is 
labeled as QoS fitness scope evaluation. Further 
routes are ranked according to their QoS fitness 
scope and will be used in the same order to finalize 
a route towards selection and scheduling.  The 
algorithmic exploration of the model proposed is 
follows:

 Input: All possible routes as routes set R
 Fitness factors: 
o connectivity (+), bandwidth (+), end-to-end delay 

(-), reputation (+) , energy usage(-) and other 
metrics if any

 QoS Fitness Scope ( qfs ) calculation: 
o The QoS factors that are optimal with high values 

are considered as positive factors
o The QoS factors that are optimal with low values are 

considered as negative factors. 
o Initially normalize the QoS factors values such that 

all are optimal with high values...
o To do that normalization of a negative factor will be 

1
mv

, here mv is metric value

o normalization of positive factor will be 
11
mv

−

o Choose any of the QoS factor as prime factor, which 
is according to routing context

o Extract all node to node connections as edges 
available for each input route.

o Find QoS metric values of all these edges
o Find QoS metric values of route, which are the 

mean of QoS metric values of all edges found in 
that route

o Prune routes that are not justifying the prime QoS 
metric

o Rank the rest available routes for each QoS factor 
(highest normal form of the QoS factor value will be 
ranked best in order)

o Find variance between ranks of QoS factors for 
each connection (This indicates the discrepancy of 
the ranks), the distance of this variance value from 1 
gives the nearness of these ranks, which we refer as 
QoS fitness scope ( qfs ).
 Orthogenesis Evolution

o Find crossover points of each pair of routes, which 
are common nodes in both routes

o For each crossover point
 Intersect these pair of routes at crossover point and 

form new route such that left part of the first route 

connected to right part of the second route through 
the crossover point, and also form another route 
such that connect the right part of the first route to 
left part of the second using crossover point.

 Find qfs of these two new routes and verify that the 
qfs of the new route is greater than the qfs of any of 
the parent, if so accept that, if not discard that route.

o New routes if any, add to routes set R
o Prune the unqualified routes from ‘ R ’, which is 

based on the prime QoS factor. 
o Continue the above Orthogenesis evolution process 

for max evolution threshold given.

o Verify the kurtosis of the qfs distribution among the 
resultant routes, if kurtosis is leptokurtic, and then 
continue Orthogenesis evolution for next max 
evolution count given. If kurtosis is mesokurtic or 
platykurtic then stop evolutions and select n
number of routes from the resultant routes set R

The QoS metrics of each edge between hop 
level nodes of route are considered to assess the best fit 
route and these metric are categorized as positive and 
negative, which is based on their value. The metrics with 
desired value as high referred as positive metrics and 
the metrics with desired value low are referred as 
negative metrics. The scope of the described metrics is 
assessed against the transmission of n packets. These 
metrics are described below.
 Connectivity (+) = Due to the factor of mobility, the 

connectivity between the nodes is a sensitive metric 
towards QoS aware Routing. This is appositive 
metric, since connectivity with high value is 
desirable.  This metric can be assessed as follows

( ) ( ) ( )i i n ics e pct e rct e= −

Here in the above equation ( )ipct e is representing 
the possible lifetime (this decides by the nodes 
mobility direction and speed) of edge ie and 

( )n irct e representing the required connected time for 
n packets transmission.

 Bandwidth compatibility ( + ve metric): This factor is 
also one of the prime QoS factors, since the 
sufficient bandwidth is essential to perform routing 
with minimum guarantee.  It comes under either 
positive. The bandwidth available at a route must be 
greater than the required bandwidth of the current 
transmission requirements. The   measuring of 
bandwidth compatibility is as follows:

( ) ( ) ( )i i ibc e ba e br e= − ……
(8)
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o Here in the above equation ( )ibc e is indicating the 

bandwidth capacity of edge ie , ( )iba e is indicating 

the bandwidth available at edge ie and the ‘ ( )ibr e ’ 

is the bandwidth required at ie
 End-to-End delay (-) = The elapsed time of the n 

packet transmission, which indicates the positive 
difference between time taken to transmit n packets 
and actual time expected to transmit. This can be 
measured as follows:

( ) ( ) ( )i i ieed e ttt e ett e= −

o Here in above equation ( )ieed e represents the end 
to end delay observed for n packet transmissions 
on edge ie , ( )ittt e indicates the time taken to 

transmit and ( )iett e represents the expected time to 
transmit.

 energy usage(-) : The nodes in ad hoc network are 
self energized, hence the minimal usage of energy 
towards routing is precious, which leads the nodes 
to survive maximum life time that helps to maximize 
the network life time. The energy usage is negative 
factor since the minimal values are desirable. This 
can be measured as follows:

 ( ) ( )* ( )i n i hz ieu e fr e er e=
o Here in above equation ( )ieu e energy used at ie , 

( )ifr e represents the frequency required in HZ for n 

packets and ( )hz ier e represents energy required in 
jouls per hz

The QoS fitness of a given route is assessed 
under the context of multiple QoS factors and then 
ranked them based on the selective prime QOS factor. 
This strategy explored in following section

a) Assessing QoS fitness scope 
Let R be the set of routes such that

1 2 3{ , , ,........ }nR r r r r= , found in route request process. 

The set of nodes N such that 1 2 3{ , , ,..., }cN n n n n= , are 
the nodes available in the scope of target ad hoc 
network. Each route { }i ir r R∀ ∈ can be defined as set of 
nodes such that

1 2 3 1{ } { , , , ,..., , ,...., }i i s h h h hj hj d hjr r R n n n n n n n n N+∀ ∈ = ∀ ∈ . 

Here { :1... }hj hjn j m n N∀ ∧ ∈ is the node involved to form 

the route ir between source node sn and destination 

node dn . 
Let connectivity scope, bandwidth capacity, end 

to end delay, energy usage, and other such metrics as a 
set of QoS metrics 

{[ ( ), ( ), ( ), ( )...........] 1... }i i i iM cs e bc e eed e eu e i x= ∀ = of

available set of Routes R between source node sn and 

destination node dn .  

The QoS factor ( )ieu e is taken as prime metric
(any QoS metric can be selected as prime metric, which 
based on the routing context), which is using to order 
the routes. These QoS metrics of the routes are 
categorized as positive and negative metrics. If the 
incremental values of the metrics are optimal then those 
metrics are referred as positive metrics and if decrement 
values are optimal then those metrics are negative 
metrics.

Henceforth the values of negative and positive 
metrics should be normalized, which is as follows:

For each route [ ]r r R∃ ∈ begin

For each QoS metric { ( ) }k km r m M r R∀ ∈ ∧ ∈ of 
route r Begin

( ) 0km r =

End
For each edge{ }i ie e r∀ ∈ Begin 

For each metric [ ( ) ( ) ]k i k im e m e M∀ ∈ edge ie Begin 
// here M represents 

values of selected edge of 
route r
If ( )k im e is value of +ve metric 

then 
1( ) 1
( )k i

k i

m e
m e

= −

Else If ( )k im e is value of -ve 

metric then 
1( )
( )k i

k i

m e
m e

=

( ) ( ) ( )k k k im r m r m e= +

                     End 
End
For each QoS metric { ( ) }k km r m M r R∀ ∈ ∧ ∈ of 

route r Begin

( )
( )

| | 1
k

k
m r

m r
r

=
−

// each QoS metric 
value of each route , 
//which is an average 
of that QoS metric 
//value observed at all 
edges in that route

End
Then the available routes R are ranked by their 

normalized metric scores { ( ) }k km r m M r R∀ ∈ ∧ ∈ from 
maximum to minimum, such that each route r gets 
different rank for different metric ( )km r .

Further these ranks will be used as input to 
measure the QoS fitness scope qfs .

Let Rank set of a route [ ]i ir r R∃ ∈ is

1 2 3 | |( ) { ( ), ( ), ( ),........, ( )}i i i i M iO r om r om r om r om r= (here | |M
indicates the total number of metrics) and then QoS 
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fitness scope ( qfs ) of each route can be measured as 
follows.

| ( )|

1
( )

[ ( ) ( ) ( )]

| ( ) |

i

i

O r

k i k i i
k

O r
i

om r om r O r

O r
µ =

∀ ∈
=
∑

// the above equation represents the average of 
the ranks obtained for different metrics of route ir

1
2| ( )|

( [ ( ) ( ) ( )])( )
1

( ) 1
| ( )|

O ri
m r m r O rk i k i iO rik

qfs ri O ri

µ

− 
  
 − ∀ ∈∑  =  

= −  
 
 
 
 

The above equation is derived from the process 
of calculating variance between given number of 
attribute values. Subtracting variance observed, from 1 

gives fitness scope. Here in above equation, ( )iO rµ
represents the mean of the all ranks of different QoS 
metrics of the route ir .

Then these routes will be ordered based on the 
prime QoS metric. Among the ordered routes, the best 
routes in regard to prime QoS factor will be selected, 

and then they will be ordered from maximum to 
minimum of their qfs value. 

a) Exploration of Orthogenesis Genetic Evolution for 
QoS Fitness Scope Aware Route Selection

The devised orthogenesis GA performs 
progressive evolution process. In the context of optimal 
QoS aware route discovery, these progressive 
evolutions will be applied on set possible routes R
found between source and destination nodes.  The 
number of evolutions is initially limited to max evolution 
count given, further, the kurtosis [20] of the qfs
distribution across the routes in resultant R is assessed.
(i) If the kurtosis of the qfs distribution is mesokurtic
(kurtosis is equal to 3), which indicates that the variation 
of qfs distribution is reflecting moderate then the further 
evolutions continues by adjusting the max evolution 
count to half of its current value . (ii) If distribution is 
reflecting leptokurtic, which indicates the variation of the 
qfs distribution is high then the further evolutions 
continues for max evolution count number of times. If 
distribution is platykurtic, which indicates that the qfs
distribution is with negligible variation, hence stop 
further evolutions.

The evolution approach
ord false← //route discovery process completion state 
optr φ← //optimal route set; 0ec =

0ect = //represents maximum evolutions threshold
While (!ord ) Begin

nR φ←
For each route ir find crossover points Begin

For each route { ( }j jr r R j i∃ ∈ ∧ ≠ Begin

nR←Orthogenesis _ Evolution ( ir , jr ) //progressive evolution, leading to the 
development of a improved form, as can be 
seen through successive generationsEnd

End

R nR← //adding new routes to R
1ec ec← +

If( ec ect≥ )Begin

R = pruneR( R ) 
ks = find_kurtosis_of_qfs_distribution( R )//is finding the kurtosis state of the fitness 

distribution across the evolutions

If ( 3& & 1ks ect= > ) Begin //mesokurtic 

2
ectect =

0ec =
//continues evolutions for further ect times
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End

Else if ( 3ks > ) Begin//leptokurtic
0ec =

End

Else if( 3ks ≤ ) Begin //platykurtic

ord ← true
End

End
End

Orthogenesis_evolution( ,i jr r ) BEGIN

ijr φ← //is a set routes formed from crossover of ,i jr r     

For each node { }hk hk in n r∀ ∈ Begin

cop φ←

For each node { }hl hl in n r∀ ∈ Begin

If ( hk hln n≅ ) Begin

hkcop n←
End

End
For each { }cp cp cop∀ ∈ Begin

0qfs =
z
r φ=

Intersect ir at cross point cp and form ir


and ir


// ir


is left part of cross point cp in route ir , 

// ir


is right part of cross point cp in route ir

Intersect jr at cross point cp and form jr


and jr


// jr


is left part of cross point cp in route jr , 

// jr


is right part of cross point cp in route jr

Form route kr as 

k

k i

k

k j

r

r r
r cp

r r

φ←

←
←

←





//forming route by connecting left part of ir and 

right part of jr

If ( )( kqfs r qfs> Begin

( )kqfs qfs r=

z kr r=
End

Form route kr as 

k

k j

k

r

r r
r cp

φ←

←

←





//forming route by connecting left part of jr and 

right part of ir

© 2015   Global Journals Inc.  (US)
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k ir r←
if ( )( kqfs r qfs> Begin

( )kqfs qfs r=

z kr r=
End

ij zr r←
End
For each new route { }r r r∀ ∈ Begin

If ( ( ) ( ) & ( ) ( )i jqfs r qfs r qfs r qfs r< < ) Then delete r from ijr

End
End

END

Kurtosis_of_qfs_distribution( R ) BEGIN
Find mean of the qfs of all routes

| |

1
( )

( )
| |

R

i
i
qfs r

QFS
R

µ ==
∑

Here in the above equation ( )QFSµ is the mean of qfs distribution over all routes in R
Find standard deviation (square root of variance 

| |
2

1
( ( ) ( ))

| |

R

i
i

QFS

qfs r QFS

R

µ
σ =

−
=
∑

Here in the above equation QFSσ standard deviation of qfs distribution across the routes in R
Find kurtosis of the qfs distribution across the routes in R
In regard to this, first find the 4th moment of the qfs distribution

| |
4

1
( ( ) ( ))

4
| |

R

i
i

qfs r QFS
m

R

µ
=

−
=
∑

Here in the above equation 4m represent the fourth moment of the qfs distribution

4( )
QFS

mg R
σ

=

Here in the above equation ( )g R is representing the kurtosis of the qfs distribution across the routes 
in R

Return ( )g R
END

IV. Empirical Analysis and Results 
Exploration 

The empirical analysis was done by a simulated 
mobile ad hoc network environment, which is build by 
using NS2 to visualize and TCL to control The network 

environment build on the simulation is considering the 
randomized node placement with random waypoint 
mobility. The opted QoS metric values observed at hop 
level edges on an event of time was randomly 
distributed under the context of poison distribution.   The 
simulation environment was bounded to the parameters
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explored in table1. The simulation was opted to AODV 
strategy to discover the possible routes between given 
source and destination nodes. Further to obtain the QoS 
fitness scope aware routes from the discovered routes 
was done by using the expression language called R.
The experiments were done on simulated network 
environment with divergent count of nodes range from 
50 (sparse) to 250 (dense). In other dimension the 
experiments were done under nodes with divergent 
mobility speeds.   

Table 1 : Network constraints for simulation environment

The range of Nodes 50 to 250

The range of mobility speed 0.5m to 3m/sec

Communication Strategy MAC 802.11 DCF

Network Occupancy 1000 X 1500 m2

Node transmission frequency scope 100 meter

Packet type CBR & FTP

Node Mobility Strategy Random way point

Simulation Time 100, 300 Sec

The results observed from experiments 
indicating that the proposed Orthogenesis GA for QoS 
fitness scope aware route discovery (QFSRD) is 
scalable and robust that compared to GAMAN [18] and 
E-GAMAN [19]. The completion evolution completion 
time is considerably low and scalable (see figure 3), the 
evolution complexity observed at proposed QFSRD 
scalable and stable (see figure 4). The skewness 
observed for QoS fitness distribution over top n (here in 
experiments 10n = ) resultant routes from the QFSRD is 
low and optimal (see figure 5).  

Figure 4 : The completion time observed for evolutions 
under GAMAN,E_GAMAN and QFSRD

Figure 5 : The computational complexity observed for 
evolutions under GAMAN, E-GAMAN and QFSRD

Figure 5 : Fitness distribution over best n resultant 
routes from GAMAN, E-GAMAN and QFSRD

V. Conclusion

Orthogenesis based Genetic algorithm has 
been devised here in this paper, which is in the context 
of QoS fitness scope aware route discovery for mobile 
ad hoc networks. The limits observed in earlier GA 
based QoS aware routing discovery strategies called 
GAMAN [18] and E-GAMAN [19], motivated us to devise 
this Orthogenesis based Genetic Algorithm for QoS 
fitness scope aware route discovery. Unlike these two 
models[18][19], the devise model is assessing the 
fitness of the route by considering all QoS factors along 
with prime QoS metrics such as connectivity, bandwidth. 
The progressive evolution strategy of orthogenesis 
approach is another key contribution of the proposed 
model. This progressive evolution minimizes the number 
of evolutions compared to the traditional GA with elitist 
(best fit remain unchanged) strategy. The major 
contribution this paper is the QoS fitness scope 
assessment strategy, unlike any existing benchmarking 
strategies that considers a specific QoS metric, the 
devised fitness scope assessment model considers 
many QoS factors along with prime QoS metrics that are 
related to the routing context. In the best our knowledge, 



 
 

 
 

 

 
 
 
 
 
 
 
 
 
 

QFSRD: Orthogenesis Evolution Based Genetic Algorithm for Qos Fitness Scope aware Route Discovery in 
Ad Hoc Networks

© 2015   Global Journals Inc.  (US)1

10

G
lo
ba

l 
Jo

ur
na

l 
of
 C 
 o

m
p u

te
r 
S c

ie
nc

e 
an

d 
T  
ec

hn
ol
og

y  
  
  
  
  
V
ol
um

e 
X
V
 I
ss
ue

 I
II 

V
er
sio

n 
I

Ye
ar

  
 (

)
E

20
15

the fitness scope assessing and progressive evolution 
strategies are used first in the class of QoS aware routes 
discovery. The experimental results concluding the 
magnified scalability, optimality and robustness of the 
proposed model that compared other benchmarking 
strategies called GAMAN and E-GAMAN. This work is 
inspiring us for further research. One future direction of 
research would be finding hybrid soft-computing 
strategies for QoS aware route discovery. 
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Detection and Counter Measure of AL-Ddos 
Attacksin Web Traffic

R.Sreenath α E.S.Phalgunakrishna σ

Abstract- Distributed Denial-of-Service (DDoS) assaults are a 
developing danger crosswise over Internet, disturbing access 
to Information and administrations. Presently days, these 
assaults are focusing on the application layer. Aggressors are 
utilizing systems that are exceptionally hard to recognize and 
relieve. In this task propose another technique to recognize 
AL-DDoS assaults. This work separates itself from past 
techniques by considering AL-DDoS assault location in 
overwhelming spine activity. In addition, the identification of 
AL-DDoS assaults is effectively deceived by glimmer group 
movement. By analyzing the entropy of AL-DDoS assaults and 
glimmer swarms, these model output be utilized to perceive 
the genuine AL-DDoS assaults. With a quick AL-DDoS 
identification speed, the channel is equipped for letting the real 
demands through yet the assault movement is halted. 

I. Introduction

Denial-of-Service (DoS) assault is an endeavor by 
aggressors to keep the true blue clients from 
utilizing the data administration. In a DDoS 

assault, these endeavors originate from an extensive 
number of circulated hosts that organize to surge the 
exploited person with a plenitude of assault bundles all 
the while. Conveyed foreswearing of-administration 
(DDoS) assaults present genuine dangers to servers in 
the Internet. DDoS assaults include in soaking the target 
machine with appeals, such that it can't react to 
authentic movement. Such assaults for the most part 
prompt a server over-burden. 

To dispatch a DDoS assault, the aggressors 
first creates a system of bargained PCs that are utilized 
to produce the colossal volume of activity expected to 
refuse any assistance to honest to goodness clients of 
the victimized person. At that point the aggressor 
introduces assault apparatuses on the bargained hosts 
of the assault system. The hosts running these assault 
apparatuses are known as zombies, and they can be 
utilized to complete any assault under the control of the 
aggressor. The vast majority of the current procedures 
can't segregate the DDoS assaults from the surge of 
honest to goodness getting to. 

Author α: Pg Student, Department of Cse, Sree Vidyanikethan 
Engineering College. e-mail: sreenath.raichur@gmail.com
Author σ: Assistant Professor, Department Of Cse, Sree Vidyanikethan 
Engineering College. e-mail: phalgunakrishna@gmail.com

These assaults are focusing on the application 
level. Application layer DDoS assaults may concentrate
on debilitating the server assets, for example, Sockets, 
CPU, memory, circle/database data transmission, and 
I/O transfer speed. These assaults are normally more 
productive than TCP or UDP-based assaults, obliging 
less system associations with accomplish their 
malevolent purposes. They are likewise harder to 
distinguish, both on the grounds that they don't include 
a lot of activity and in light of the fact that they appear to 
be like ordinary kind movement.

II. Rival Methods

• We have adopted a hidden semi-Markov process to 
present the behavior of Internet users .The hidden 
semi-Markov approach is a complex algorithm. 
When users visit a website, it traces and records the 
whole visiting history of each user. 

• It is noticeable that the hidden semi-Markov method 
is unlikely to perform effectively in backbone traffic. 

• Another typical approach against AL-DDoS attacks 
is to use CAPTCHA. This method requires users to 
recognize strings in a fuzzy picture and submit a 
response to a web server for authentication. 
However, users sometimes consider this operation 
as a negative experience to surf the Internet. 

• The introduced wavelets to identify anomalies in 
network traffic. But wavelet analysis is generally a 
post-mortem analysis and cannot be used for online 
processing. 

Previously proposedsignal analysis of network 
traffic anomalies mechanism to voluntarily increase the 
bandwidth utilization of legitimate users. However, this 
approach cannot reduce the network congestion and 
the load of web servers. A countermeasure that 
consisted of a suspicion assignment process and a 
DDoS-resilient scheduler. 

The suspicion process assigns a continuous 
‘valued vs. binary’ measure onto each client session. It 
further utilizes these values to determine if and when to 
schedule the requests of a session. However, this 
approach is still too time-consuming to detect AL-DDoS 
attacks in large volume traffic. 

III. Proposed System

In this paper, we are motivated to design a 
defense system at the backbone level. This system is 
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Generally, DDoS assaults are completed at the 
system layer. As of late, there are an expanding number 
of DDoS assaults against online administrations and 
Web applications.
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able to detect AL-DDoS attacks targeting Internet web 
servers. Currently, most of these web servers are 
deployed together in a data center connecting directly to 
the backbones. Thus, it is critical to implement an 
effective method to detect AL-DDoS attacks and filter 
the malicious traffic in backbones before they causes 
detriments to the web servers. The proposed system 
has low complexity and can real-timely run in high 
volume traffic. 

One way to protect from DoS attacks is to allow 
only authorized clients to access the web server. 
Compared with non-attack cases, the number of 
requests in a session increases significantly in a very 
short time period in DDoS attack cases. Considering the 
above two issues, a hybrid approach for countering 
application layer DDoSatttacks is proposed. This 
approach gives priority to the good (legitimate) clients, 
while severely limiting the access to the attackers. 

Each client is assigned with a trust value by the 
server based on the access behavior. A client’s trust 
value is embedded in a HTTP cookie that is included in 
all server responses to the client. Using the cookie, a 
legitimate client can include the trust value in all its 
future requests to identify itself to the server. A client 
presenting a valid trust value to the server will be given 
the priority over other requests. New clients are 
assumed to be assigned with the lowest trust value by 
default by the server and updated in the response. The 
trust value varies according to the access pattern of the 
client. The trust values are assigned in such a way that 

trustattacker<trustnew user <trustlegitimate user
In addition, the user’s browsing behavior in 

multiple aspects is extracted from the system log during 
non-attack cases. Then the entropy of requests per 
session is calculated. Entropy is an information 
theoretical concept, which is a measure of randomness. 
The entropy is employed in this paper to measure 
changes of randomness of requests in a session for a 
given time interval. Entropy is applied as a second layer 
of filtering the suspicious flow. The second filtering 
mechanism is required to identify an attacker who acts 
like a legitimate client because, an attacker may behave 
benignly until it attains a highest trust value and then 
begin to misbehave. 

The detection mechanism is deployed at the 
server. A session connection request first reaches the 
system, and then the proposed scheme either drops or 
forwards the requests based on the trust value obtained 
in the past session, calculates the entropy deviation of 
request rate. If the deviation is more (exceeds 
threshold), then drop the session immediately. 
Otherwise, schedule the session based on the system 
workload and the trust value of the user. The client who 
behaves better in past session will obtain higher degree 
of trust. The highest trust value first policy is used to 
schedule the requests for the server. 

IV. Block Diagram

The above figure shows system architecture of 
the application. A session connection request first 
reaches the system, and then the proposed scheme 
either drops or forwards the requests based on the trust 
value obtained in the past session, calculates the 
entropy deviation of request rate. If the deviation is more 
(exceeds threshold), then drop the session immediately. 
Otherwise, schedule the session based on the system 
workload and the trust value of the user. The client who 
behaves better in past session will obtain higher degree 
of trust. The highest trust value first policy is used to 
schedule the requests for the server. 
Analogy The detection of DDoS attack is carried out as 
follows: 
• Initially, the client embeds its trust value (Trust    

on the session request (rxy) and sends it to the 
server. 

• The server, on receiving the session request, 
validates the trust value. 

• If valid, it forwards the request (r  ). 
• Otherwise, the session is considered suspicious 

and dropped. 
• Then the entropy (H(R)) for the incoming requests in 

a session is calculated and the degree of deviation 
with the predefined value is estimated. 

• The greater the deviation, the more suspicious the 
session is. 

• If the session is found suspicious, then it is 
assigned with the lowest trust value and dropped 
immediately. 

• Otherwise, the requests are scheduled to get the 
service from the web server. 

• The trust value(Trustnew) is updated and embedded 
in the response message of the server for future 
use. 

old) 
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V. Applying Formulas & Generation of 
Results

a) Trust value computation 
Once the request is accepted, the request is 

forwarded to the application. When the server sends a 
response to the client, it updates the trust value as 
follows: 

Let req be the client’s request and res be the 
corresponding response generated by the server. Let trs
be the time taken by the server to respond for the 
request req and ut denotes the utility of the request, 
req. 
In this approach, a simple benefit function[2] is used. 

Where γ is a tunable parameter. 
Here, additive increase multiplicative decrease 

strategy is used to calculate the new trust value. 
If B(req) > 0, then the new trust value is 

computed as follows: 

Trustnew = trustold + α * B(req)…..(2)

Otherwise, 

Trustnew = trustold /(β(1-B(req)))….(3)

The additive increase ensures that the trust 
value slowly increases as the client behaves benignly; 
while the multiplicative decrease ensures that the trust 
value drops very quickly upon detecting a DoS attack 
from the client. 

b) Entropy calculation 
Let the request in a session be denoted as rxy, 

where x, y I, a set of positive integers. ‘x’ denotes the 
request number in session ‘y’. Let |(ry,t)| denote the 
number of requests per session y, at a given time t. 
Then, 

For a given interval Δt, the variation in the 
number of requests per session y is given as follows; 

The probability of the requests per session y, is given by 

Let R be the random variable of the number of 
requests per session during the interval Δt, therefore, the 
entropy of requests per session is given as 

Based on the characteristics of entropy 
function, the upper and lower bound of the entropy H(R) 
is defined as 0 ≤ H(R) ≤ log N…(8)

where N is the number of the requests. 
Under DoS attack, the number of request 

increases significantly and the following equation holds 

Where C is the maximum capacity of the session. 

c) Rate Limiter 
To avoid falsely detection, rate-limiter is 

introduced. Once the entropy is calculated, compute the 
degree of deviation from the predefined entropy. The 
system first sets a threshold for acceptable deviation. If 
the computed deviation exceeds the threshold, then the 
session is forced to terminate immediately. Otherwise, 
second level filter is applied by the rate limiter. The 
system also defines a threshold for validating a user 
based on the trust score. A user is considered to be 
legitimate only if the trust score exceeds the threshold. 
Otherwise, the user is considered malicious and the 
session is dropped immediately. The legitimate sessions 
are then passed to the scheduler for getting service 
from the server. 

d) Scheduler 
If the user is legitimate, then the scheduler 

schedules the session based on the highest trust value 
first (user with highest trust value) policy. The well-
behaved users will have a little or no deviation. In such 
case, the legitimate user gets a quicker service. In 
addition to the scheduling policy, system workload is 
also considered before scheduling the request for 
getting service. 

e) Algorithms 
Algorithm to compute the entropy from system 

log 
Input: system log 
1. Extract the request arrivals for all sessions, page
viewing time and the sequence of requested objects for 
each user from the system log. 
2. Compute the entropy of the requests per session 
using the formula: 

a. Detection Algorithm 
Input the predefined entropy of requests per session.

Define the threshold for allowable deviation (Td) 
For each session waiting for detection 
Extract the trust value from the request 
Validate the trust value 

If the trust value issued is valid 
Extract the requests arrivals 
Compute the entropy for each session using (7) 

Compute the degree of deviation

B(req) = ut−γ * trs …. (1)

|(ry,t)| =∑ rxyn
i=0 ….(4)

Ny(ry, t+∆t) = |(ry, t+∆t)| - |(ry, t)|…. (5)

Py(ry) = Ny(ry, t+∆t) / ∑ ∑ Ny(ry, t + ∆t)n
y=1

n
x=1 …(6)

H(R) = -∑ y Py(ry) log Py(ry)…(7)

|H(R) - C| > threshold, t …(9)

H(R) = -∑ y Py(ry) log Py(ry)

Hnew(R) = -∑ y Py(ry) log Py(ry) 
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If the degree of deviation is less than the 
allowable threshold (Td), then 

Allow the session to get service from the web 
server 

Update the trust value 
Embed the trust value in the response message 

and send it to client 
Else 
The session is malicious; drop it 
Else 

Assign the lowest trust value to the client Drop 
the session 

b.Expected Table 

Table 1: shows the results of client IP address

VI. Conclusion

In this paper, an effective and efficient hybrid 
scheme against DDoS attacks based on trust value and 
information metric (entropy) is proposed. This approach 
not only counters the illegitimate flows but also avoids 
the flooding of the legitimate flows. Further is add detect 
trust value is used to detect the legitimate user from the 
attackers at the first level. Then, based on the 
information metric of the current session, the sessions 
that are assumed to be suspicious are dropped. The 
legitimate flows are then scheduled by the scheduler 
based on the system workload the trust value of the 
client. Thus the legitimate clients gets more priority in 
accessing the information and services. 
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I. Introduction 

eb Usage Mining deals with understanding of 
user behavior, while interacting with web site, 
by using various log files to extract knowledge 

from them. This extracted knowledge can be applied for 
efficient reorganization of web site, better 
personalization and recommendation, improvement in 
links and navigation, attracting more advertisement. As 
a result more users attract towards web site hence will 
be able to generate more revenue out of it. [1]. Web 
Usage mining is made up with three procedures, as 
data preprocessing, data mining and pattern analyzing. 
Data preprocessing contains three steps as data 
cleaning, user identification, session identification. 
Session identification is an important step in data 
processing of web log mining. A session is defined as a 
group of requests made by a single user for a single 
navigation. A user may have a single or multiple 
sessions during a period of time. Presently sessions are 
identified either on Time based method or Navigation 
based method. Here, we proposed a novel approach for 
user session identification by combining both Time 
based method and Navigation based method. 

II. Motivation 

Web log mining is to discover the mode of 
users’ accessing to web page through mining web logs. 
In the process, the designer's knowledge fields, the rate 
of his interesting and the users' visiting habit can be 
refined, which can optimize the site's structure, develop 
individual  service  and  the  control  of  the  users  that 
is useful  strategies  information  for the  designers  and 
the managers. The most important and time- consuming 
 

   

 

link in mining web logs is the session identification in 
web log preprocessing. The users’ session is a session 
aggregation covering more than one web services. The 
aim of session identification is to divide the users' page 
into an isolated identification. 

III. Related Works 

The focus of literature review is to study, 
compare and contrast the available session 
identification techniques. Traditional session 
identification algorithm is based on a uniform and fixed 
timeout. The set of pages visited by a specific user at a 
specific time is called page viewing time. It varies from 
25.5 minutes to 24 hours while 30 minutes is the default 
timeout by Cooley [2]. If the interval between two 
sequential requests exceeds the timeout, new session is 
determined. 

Timeout algorithm uses a pre-fixed value of 
threshold for session identification in which if the interval 
between two sequential requests exceeds the threshold 
value, a new session is determined. According to He 
Xinhua and Wang Qiong [3], However, because of the 
uniform and fixed value, the algorithm cannot obtain 
efficient effect of session identification in several 
situations like (1) Different user results different reading 
speeds, (2) Even by the same user, different interest is 
shown on pages at different time, (3) Different page 
contains different contents. Therefore, the time taken is 
often different. They propose a session identification 
algorithm based on dynamic timeout, on the basis of 
traditional session identification algorithm. First, at 
beginning of the new session, the initial timeout is set for 
each page using the formula 

δ 0 = α.t.(1 + β) 

Where α denotes smooth coefficient ranging 

from 1.1 ~ 1.6 and β is an influence factor depend on 
link in and link out of the page. 

Second, while requested page is put into the 
current session, the timeout will be recomputed 
selectively in order to make the timeout reflect the 
character of session using the formula 

δ’= δ 0(tnew + t0 ) / 2t0 

Where t0 denotes primal timeout of the page, 
and tnew denotes the timeout of the page that put into 

W 
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Abstract- The growth of World Wide Web is incredible as it can 
be seen in present days. Web usage mining plays an 
important role in the personalization of Web services, 
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Web access patterns from Web log data. In order to discover 
access patterns, Web log data should be reconstructed into 
sessions. This paper provides a novel approach for session 
identification.
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current session and δ0 denotes the timeout by the 
adjustment last time. 

In [7] Jozef Kapusta, Michal Munk and Martin 
Drlík, assume that the user goes over several navigation 
pages during her/his visit until she/he finds the content 
page with required information. The content page is a 
page where the user spends considerably more time in 
comparison with navigation pages. The content page is 
considered, the end of the session. The division of 
pages into content and navigation pages is based on 
the calculation of cut-off time C. When the cut-off time C 
is known the session can be created in such manner 
that we compare the time of particular web page visit 
with the cut-off time C. The session is then defined as a 
path through the navigation types of pages to the 
content page (the user spent there more time then C), 
they claim the content page is last page of session. The 
cut-off time C is calculated on the basis of exponential 
distribution of variable RLength(Time spent by user on 
individual page), here the assumption is that the 
variance of the times spent on the auxiliary pages is 
small then the content page. 

In [8] Zhixiang Chen, Richard H. Fowler and 
Ada Wai-Chee Fu, designed two algorithms for finding 
maximal forward references (longest sequences of Web 
pages visited by a user without revisiting some 
previously visited page in the sequence) from very large 
Web logs. They consider two types of sessions as α-
interval session and β -gap session, 

where α-interval session insures the duration of 
a session may not exceed a threshold of (30 minute) 
and β-gap session insures the time between any two 
consecutively assessed pages may not exceed a 
threshold of β (20 minute). They define a URL node 
structure to store the URL and the access time of a user 
access record and a pointer to point to the next URL 
node and then the maximal forward  reference session 
is calculated using both interval session and gap 
session. 

In [9] G. Arumugam, S. Sugana,Suggested 
algorithm which does not require searching whole tree 
representing server pages. They employs concept of 
efficient

 
use of data structure. Array List to represent 

web logs and user access list, hash table for storing 
server pages, two way hashed structures for Access 
History List, represents user accessed page sequences. 
Experiments reveals less time complexity and good 
accuracy of sessions generated as compare to results 
of maximal forward reference method and reference 
length method.

 

In [10] Dr.Antony and V.Chitraa, proposed a 
new technique for identifying sessions for extraction of 
user patterns. In the proposed method a matrix is 
constructed in which columns are the web pages and 
rows are users. Browsing time (BT) for a particular page 
is determined by finding the differences between the 

time fields of two consecutive entries of a same user 
and assumption is that the website Administrators fix the 
minimum time and maximum time (BTmin and BTmax ) 
for all web pages as per the contents. Codification of 
pages are performed on the basis of BT, BTmin and 
BTmax and the sessions are calculated on the basis of 
this code. The result is shown in the form of matrix. 

In [11] Peng Zhu, Ming-sheng Zhao proposed 
an improved algorithm based on average time threshold 
value. Experiments are conducted on the log files of 
Nanjing University Extra net user access logs. Because 
data of log files are very large, They selected the log test 
algorithm of only one day(March 15, 2008). Algorithm 
proposed in this paper, takes individual differences into 
account to define the threshold value of users’ browsing 
pages, and identify long session page views, and divide 
the session less than the threshold into the next session. 
They proposed two algorithms from which first algorithm 
constructs session of individual user and the second 
algorithm disconnect the previous session into parts if 
there is no hyper link between two consecutive entries of 
logs. 

IV. Proposed Approach 

As we seen in the literature review the sessions 
are identifying either on the basis of time spend by user 
on particular web page or on the basis of user 
navigation in web site topology. 

Time based method ignores the web site 
structure, the sessions generated by such type of 
methods are not generated right sessions as users 
reading speeds reflects the sessions. While in 
navigation method if particular user not moves back,it 
not generates the sessions. 

In our approach we combine both method to 
generate more informative sessions. Initially sessions 
are generated by Maximal Forward reference method on 
these sessions the time based method have been 
applied with the threshold value of 10 minutes. The 
experiment is conducted on the log data of  
www.smartsync.com of dated 8 Dec 2013. 

V. Testing and Results 

The input data in this case are the access log 
files of the  www.smartsync.com web server. Because 
data of log files are very large, we select the log test 
dataset of only one day (dated 8 Dec 2013) of size 1 
GB, 2 GB and 4 GB. The Table-1 showing the number of 
session generated by existing approach and our 
approach. 
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based

     
 

Method

     
      

2.

 

Maximal

 

968

 

1640

 

2742

  
 

Forward

     
 

reference

     
 

method

     
      

3.

 

Proposed

 

1120

 

1710

 

3102

  
 

Approach

     

 
 

Since the log data is very large in size it is not 
possible to count true sessions of whole data so we 
took 100 KB of data. In that data we manually found 53 
true sessions and the number of session generated by 
the existing methods and the proposd method are 
compared. For finding the accuracy of proposed 
approach we have calc`ulated the ratio of generated 
session and true session. Table-2 showing the 
comparison of existing method and proposed method 
with true sessions. In the Table-2 S is number of 
sessions generated by methods and T is the true 
sessions counted manually.  

Table 2 :

 

Comparison of Session Generated by Existing 
Methods and Proposed Method with True Sessions

 

Methods

 

S

 

T

 

S/T %

 
    

Time based Method

 

42

 

53

 

79 %

 
    

Maximal   Forward

 

32

 

53

 

60 %

 

reference method

    
    

Proposed Approach

 

47

 

53

 

88 %

 

VI.

 

Conclusion

 

The growth of the web has resulted in a huge 
amount of information that is now freely offered for user 
access. The several kinds of data have to be handled 
and organized in a manner that they can be accessed 
by several users effectively and efficiently. The 
experiment on 4 GB data shows that the new method 
proposed in this report generates more sessions (3102) 
than the traditional Time Based Method (2875) and 
Maximal Forward Sequence Method (2742). On 
comparing with the true sessions on 100 KB data, the 
accuracy of session is increased to 88%.
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Power aware Routing Protocol for Manets based 
on Swarm Algorithm 

L. Yoga Vishnu α & V.V. Rama Prasad σ 

Abstract- Creating  any  standard  protocol  having 2 or more 
QoS limitations might be described as an NP-complete. 
Swarm technology is used to solve such problem. Even so, to 
fix difficult problems using swarm algorithms, how many 
iterations essential is going to be proportional for you to 
problem complexity. In this a standard protocol is presented 
depending on hybrid swarm algorithm standard protocol. This 
protocol has higher bundle overheads which more often than 
not bring about devouring higher battery power. In the present 
work to reduce the higher battery power , power aware routing 
protocol is developed based on Swarm algorithm. 

 
 

I. Introduction 

ANET comprises of a few portable remote hubs 
that speak with one another through immediate 
or circuitous correspondence joins. Hubs inside 

these systems demonstration like switches. The non-
attendance of foundation and the portability of these 
hubs create a huge test to steer calculations in such 
systems. A node in the MANET is controlled on battery. 
Minimizing correspondence related force utilization is an 
essential planning routing protocol. Routing protocol 
assumes huge part in deciding system execution.  

The ad hoc on demand distance vector routing 
convention is a responsive unicast steering convention 
for versatile impromptu systems. As a receptive steering 
convention, AODV just needs to keep up the directing 
data about the dynamic ways. In AODV, the steering 
data is kept up in the directing tables at all the hubs. 
Each portable hub keeps a next bounce steering table, 
which contains the destinations to which it as of now 
has a course. A directing table passage terminates in 
the event that it has not been utilized or reactivated for a 
pre specified close time On demand tree based routing 
protocol used to combining the levels of node by node 
by using the algorithm is Tree based optimized flooding 
.Which can be used to increase the connectivity and 
extending the network lifetime. 

 
 
 Author α : M.Tech 2nd year Computer Science and Engineering Sree 
Vidyanikethan Engg. College Tirupathi, AP.  
e-mail: lyogavishnu@gmail.com 
Author σ : Professor Computer Science and Engineering Sree 
Vidyanikethan  Engg. College Tirupathi,  AP. 

routing protocol is a table driven directing convention 
where all hubs are obliged to have complete information 
about the system and therefore directing tables are 
intermittently updated. On the other hand, reactive 
conventions set up courses on requests. At whatever 
point a hub obliges a course to a particular destination, 
it begins course setup method. Course revelation 
prepares more often than not comprises of television a 
course demand message all through the network. 
Hybrid routing conventions tries to address the issue in 
both receptive and proactive by consolidating highlights 
from both responsive and proactive conventions into a 
crossover convention. A case of crossover directing 
convention is zone routing. The primary downside of 
hybrid routing convention is the high asset use. 

II. Related Works 

A routing protocol is a development process 
that tries to improve system performance. In AODV 
acquainted with tackle directing issue. AODV is a 
standout amongst the most well known traditional 
directing conventions for portable specially appointed 
systems. At whatever point a hub needs to send 
information to a destination, and it doesn't have the 
legitimate course to destination, it telecasts a Route 
Request (RREQ) message to discover the destination. 
After accepting RREQ, Route Replay (RREP) message 
is sent back to the source. AODV in its unique structure 
utilizes hi message to intermittently redesign its 
neighbour hubs accessibility. Join breakage could be 
distinguished in the event that unsuccessful parcel 
transmission happens or missing hi message. If there 

should be an occurrence of connection disappointment 
the hub send back a Route Error (RERR) to the source 
to scan for new course. 

RFD is a subset of swarm knowledge. 
Actualizing the RFD calculation in impromptu steering 
conventions gives numerous preferences. As a matter of 
first importance, as there are no retrogressive specialists 
in the RFD calculation, it will diminish the aggregate 
number of control bundles in the system. Another 
preference is the straight forwardness of the calculation, 
particularly it relates heights to hubs instead of 
connections. As for the most part the quantity of the 
hubs is typically not exactly the number of connections 
in a system. This minimizes the asset use.

 

M 
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Routing algorithms in these systems can be 
characterized into three primary gatherings, proactive, 
receptive and hybrid steering conventions . A  proactive
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The hybrid swarm algorithm has been proposed 
for routing problems in MANETs. This protocol has 
higher bundle overheads which more often than not 
bring about devouring higher battery power, For this 
power aware routing protocol is developed.  

Distinctive power mindful routing conventions 
have been proposed to take care of steering issues in 
specially appointed system .Probabilistic examination is 
utilized to demonstrate the impact of multi-client 
obstruction with and without appropriate force control of 
system execution. The creators ponder the impact of 
obstruction, force control and diverse sending technique 
on system lifetime. Two systems for parcel sending 
present by the creators, power controlled nearest 
forward (PCN) and system lifetime expanding PCN (E-
PCN). These systems attempt to expand the system 
lifetime.  

III. Motivation 

The various characteristics of MANETs, like 
dynamic and changing topology, foundation less and 
remote correspondence media, adds additional many-
sided quality to routing protocol with a specific end goal 
to locate the ideal way to satisfactory QoS in the middle 
of source and destination hubs. Move process in such a 
method is tests matter specially if how much offered 
interfaces is limited. The problem connected with 
acquiring a well balanced means taking into 
consideration interconnection characteristics involving 
hubs obliges re-examination. 

Giving information bundles the capacity to 
gather course data, and join with control, parcel during 
the time spent discovering an ideal way could upgrade 
system execution. Subsequently, this will issue them the 
capacity to move and quest for their own particular 
destinations.  

IV. Problem Statement 

The hybrid ACO and RFD standard protocol 
have higher packet overheads which for the most part 
results in consuming higher battery power. To reduce 
the higher battery power , power aware routing protocol 
is developed based on Swarm algorithm. 

V. Problem Formulation 
The hybrid ACO and RFD standard protocol 

have higher packet overheads which for the most part 
results in consuming higher battery power. To reduce the higher battery power,  power 
aware routing protocol is developed based on Swarm 
algorithm without the partition of routing data, Where 
energy trademark is changed over to altitude 
parameters. Packets are sent by remaining power in 
hubs.  The convention moreover outputs for the briefest 
and non-congested approach to destination. This will 
reduce the quantity of retransmission in the system 
which saves power.

 

VI.

 

Mathematical Model

 

In the RFD algorithm route will be discovered 
using following equations 

 

For source node 

 

Alts(j) = Alts(j) - µ(Alts(j) - Broadalt), µ є[0,1]

 

For destination node 

 

Altd(j) = minil€V(altd(l)) – gradient *( minil€V(altd(l)) - 
altd(i))

 

Average time to send a packet is 

 

Dk(t) = γDk(t-1)+(1-γ)Nk(t),  γ

 

є[0,1]

 

In RFD Hello message is utilized to find 
neighbour hubs and to propagate data around the 
system. 

 

Altd(j) = Altd(j) – µ(altd(j) – Halt d), µ є[0,1]

 

The measure of disintegration is relative to 
remaining battery control in the hub and the height 
angle between the hub itself and the selected sending 
hub.

 

Ed(j)=α

 

* Pr/ P(Altd(j) - Altd(k))

 

a)

 

River

 

Formation Dynamics Algorithm
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Figure 1 :  Flow chart for the Source node



 

 

   

 VII.

 

Implementation and Simulation 
Results

 With a specific end goal to assess the execution 
of our proposed convention, the protocol executed 
utilizing OMNet++ as simulation programming. For the 
AODV convention, the INETMANET add-on bundle of 
the OMNet++ is utilized. In a scope of tests, proposed

 
routing protocol has been compare with AODV.

 a)

 

Results

 
Fig 1 shows throughput of the proposed 

convention with AODV protocol for diverse estimations 
of hubs speeds. It obviously represents that smart 
routing protocol accomplishes higher throughput than 
AODV protocol under RWP and GM portability. As the 
pace of hubs expands, the likelihood of connection 
break builds, this thusly, diminishes the system 
throughput. We can like

 

wise watch that both 
conventions throughputs get to lower at rapid.
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Figure 2 : Flow chart for Intermediate node



 

 

  

SMART protocol is a hybrid protocol and it 
sends control messages all through the whole 
information session so as to keep up the course 
between the source and the destination. This can create 
all the more overhead in the system and costing the 

system to utilize more assets. Fig 2 demonstrates the 
control parcel overhead of both protocols under RWP 
mobility. SMART protocol produces more control 
overhead than AODV protocol. 

  

VIII. Conclusion 

In this work, Swarm algorithm based SMART 
protocol we have been. The proposed protocol is power 
mindful where packets are directed through less 

congested range of the system to save power. In the 
mean time the convention detects the remaining battery 
power of the hubs and inclines towards hubs with higher 
battery level. The convention is taking into account RFD 
swarm algorithm. This algorithm is developed from 
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Figure 3 : Average throughputs under various speeds

  Figure 4 : control Packet overhead under various speeds



 

 

raindrops and how they shape streams , Which thus 
discover best and most brief way to the ocean. 
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Improved Interoperability in Heterogeneous 
Nodes for MANETs 

T. V. Krishna Reddy α & Mr. K. S. Ranjith M.E σ 

Abstract- By using the power aware heterogeneous routing 
protocol to establish routes between heterogeneous nodes. 
Protocol used to analyze the nodes residual energy and power 
cost. The existence of multiple routes between nodes, 
selecting the node with less power consumption is used to 
select the appropriate route to maintain interoperability 
between nodes. The source to destination communication can 
be done by the intermediate nodes. Multi-interfaced node with 
low energy could continue to fall on optimal routes and such a 
node could offer a link between heterogeneous nodes where 
no other link is possible. Thus such a node could suffer energy 
shortage and fade out from the network. This approach is to 
integrate update messages to the proposed messages which 
allow a node to transmit from source to neighbouring nodes 
with its residual energy status and enforce the modification of 
power cost associated with routes. 
Keywords: Interoperability, heterogeneous, nodes, 
energy consumption, residual energy.        

I. Introduction 

emote cell frameworks have been being used 
since 1980s.we have seen their developments to 
in the first place, second and third era’s remote 

frameworks. These frameworks work with the backing of 
a brought together supporting structure, for example, an 
entrance point. The remote clients can be associated 
with the remote frame work by the assistance of these 
entrance focuses, when they meander from one spot to 
the next.   

The versatility of frameworks is constrained by 
the vicinity of an altered supporting direction. It implies 
that the innovation can’t work effectively in that places 
where there is no perpetual framework. Simple and 
quick organization of remote systems will be normal by 
the future era remote frameworks. This quick system 
organization is impractical with the current structure of 
present remote frameworks. 

Late head ways, for example, Bluetooth 
presented a crisp kind of remote frame works which is 
every now and again known as versatile specially 
appointed systems. Versatile impromptu systems or 
“short live” systems control in the nonexistence of 
perpetual framework. Portable specially appointed 
system offers speedy and level system arrangement in 
conditions where it is impractical something else.  
 
Author α: M. Tech –Ii Year Computer Science Sree Vidyanikethan Eng 
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Eng Clg, Tirupati. e-mail: sreenath.raichur@gmail.com 

Impromptu is a Latin word, which signifies “for 
this or for this just”. Mobile specially appointed system 
is a self-ruling arrangement of versatile hubs joined by 
remote connections; every hub works as an.    

II. Related Work 

Past and late deal with heterogeneous MANET 
steering conventions have not characterized 
heterogeneity obviously (Al Aamri et al., 2010; 

Avudainayagam et al., 2003; Clausen and Jacquet, 

2003; 

Fujiwaraetal.,2012;Kunz,2008;Liuetal.,2011;Sout
oetal.,2012;Stuedi,2005;Tanetal.,2009;Xieetal.,2007;Zha
ngetal., 2011). a heterogeneous system  is a system 
involving versatile hubs with diverse vitality   supplies, 
distinct transmission powers, or distinct information 
rates (Avudainayagam et al.,2003;Liuetal.,2011;Zhang et 
al.,2011;Xie et al.,2007).remaining have overlooked the 
hub heterogeneity and concentrated on steering among 
heterogeneous systems each of which is included 
homogeneous nodes(Fujiwaraetal.,2012).some have 
characterized heterogeneous system of a system 
containing portable hubs with different interfaces (Al 

Aamri et al.,2010;Clausen and Jacquet, 2003; Kunz, 

2008; Safaetal., 2007;Souto et al., 2012). we 
characterize heterogeneous MANET  as a system 
shaped of heterogeneous hubs and a portion of the 
hubs may have more than one remote interfaced and 
the remote interfaces can be of diverse remote 
advances along these lines, the course are 
heterogeneous courses. 

The Table-driven DSDV convention is a 
adjusted variant of the Distributed Bellman-Ford (DBF) 
Algorithm that was utilized effectively as a part of 
numerous element bundle exchanged systems. The 
bellman-ford strategy gave a method for ascertaining 
the most limited ways from source to destination hubs, if 
the measurements to every connection are known. 
DSDV utilizes this thought, yet defeats DBF’s propensity 
to make directing circles by including a parameter called 
destination-grouping number. In DSDV, every hub is 
obliged to transmit a grouping number, which is 
intermittently expanded by two and transmitted 
alongside whatever other steering redesign messages 
to every single neighbouring hub. On gathering of these 
redesign messages, the neighbouring hubs utilize the 
accompanying calculation to choose whether to 
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overlook the overhaul or to roll out the essential 
improvements to its directing table.   

The ad hoc on demand distance vector routing 
(AODV) convention is a responsive unicast steering 
convention for versatile impromptu systems. As a 
receptive steering convention, AODV just needs to keep 
up the directing data about the dynamic ways. In AODV, 
the steering data is kept up in the directing tables at all 
the hubs. Each portable hub keeps a next bounce 
steering table, which contains the destinations to which 
it as of now has a course. A directing table passage 
terminates in the event that it has not been utilized or 
reactivated for a pre specified close time.  

On demand tree based routing protocol used to 
combining the levels of node by node by using the 
algorithm is Tree based optimized flooding. Which can 
be used to increase the connectivity and extending the 
network lifetime. 

In OTRP (on demand tree based routing 
protocol) will process the work based on the 
intermediate nodes from source node to the destination 
node. Here the route request send to every node based 
on transfer the information is same as AODV protocol.  

In light of system size and unidirectional 
connection to be discovering the heterogeneous 
courses from source to destination by utilizing the force 
mindful heterogeneous steering convention. These 
attributes make MANET conventional directing 
conventions awkward in a heterogeneous situation 

III. Motivation 

In mobile ad hoc network the energy 
consumption problems occurred like battery status of 
mobile nodes. Mainly in mobile nodes the Bluetooth and 
Wi-Fi connection formed on wireless technology and 
Bluetooth node consumes how much energy 
consumption compare to Wi-Fi connection. It overcome 
those problems by using to know their energy status of 
neighbouring nodes to transfer the data   

IV. Statement of a Problem 

Multi-interfaced node with low energy could 
continue to fall on optimal routes and such a node could 
offer a link between heterogeneous nodes where no 
other link is possible. Thus, such a node could suffer 
energy shortage and fade out from the network. 

V. Proposed System 

To integrate updated message to the proposed 
messages which allows a node to signal to neighboring 
nodes its residual energy status and enforce the 
modification of power cost. 

VI. Problem Domain 

Basically network is collection of nodes. In 
mobile ad hoc network is a wireless network that is 

1. Infrastructure network 
2. Infrastructure less network 

Coming to our problem is infrastructure less 
network i.e Bluetooth, Wi-Fi connection are like here 
data traffic, power consumption problems are occur so 
here how much energy consumed by those are formed 
in infrastructure less network.  

a) Mathematical model 

BL=1- (data in queue list / amt in bfr) 

Data in queue list is number of queued packets 
to be transmitted.CT = Costgat + Costfwd.Costgat   is cost 
for gathering the channel forwarding either Bluetooth 
,WI-FI Costfwd is cost fowarding of a packet over a 
link.Costtrans=msize×a  Msizemessage data forward in 
bytes. a is the  cost per byte and change when WI-FI, 
Bluetooth. 

ESB= SBE/PBE where  SBE is Starting battery 
power of the node in joules, maintain at starting level.

 

and PBE -present battery power at node  . The battery 
cost of a node increases when it consumes more of its 
energy. The present battery power PBE changes 
according to the mobility of the node. In the event that 
the hub is unmoving, it utilizes a steady division of its 
vitality consistently and its PBE is redesigned whenever 
a point happens from unmoving to send accepting 
utilize clock to record the quantity of seconds the hub 
spent in an unmoving state. PBE=PBE-CJ × r CJ is the 
power used per second by an idle node r is the idle 
duration of a hub in seconds when a hub moves from 
forwarding or receiving state to another state 

 

PBE=PBE-CT  , EC=α*CT+(1-α) *ESB
 

Where 0≤α≤1  α -can be changed  for saving 
battery power of hubs

 

b)
 

Notations
 

•
 

DD– Data delivery
 

•
 

ML – Maintainance of load
 

•
 

CT = Cost for the transmission
 

•
 

ESB= energy storage in battery
 

•
 

SBE= Initial Battery Energy
 

•
 

PBE = Current Battery Energy
 

•
 

EC = Energy Cost
 

•
 

DD_Dest - Data delivery storage of hub on the path
 

•
 

ML_Dest - Load maintainance over the hub in the 
path

 

•
 

Conv_Dest - Conversion rate resembling all the 
conversions over the path

 

•
 

EC_Dest - Energt rate assign  the destination path
 

•
 

BL_Route -  balance the burden parameter held at 
node resembling the load present on it
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• Conv_Route – Transformation expense looking like 
the expense of changing from starting with one 
innovation then onto the next  

• EC_Route - Energy cost assign  with the route 

c) Power aware routing algorithm 
Step 1:  Here the node is received with same 

originator ip address and route request then simply 
discard the newly   received route request. 

 
 

                     yes  
 

 

                                                                                      
 
No

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Yes
 

 
 
 
 

                                                   No
 

 

yes                                                   
 

 

 

 

 

 

 

 

 

 

Figure :
 
RREQ processing flow chart
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destinatio 

Residual 
energy 
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Valid 
route to 
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Update route parameters 
Conv Route,PC Route

 

Flood route request
 

End
 

Generate route reply message
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DD_Route,ML_Route
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Step 1.Source sends the request message to all 
neighbours 
Step 2. Request message from same node then 
Step 3. Ignore the request 
Step 4. Else update the route table 
Step 5. If node is a destination 
Step 6. Produce route reply message 
Step 7. Node >threshold level and Integrate message 
Step 8. DD_Route,PC_Route, and Conv_Route and 
flood request  

Step 9. otherwise ignore the request and update route 
parameters   
Step 10. DD_Route+DD_Dest,PC_Route+PC_Dest 
Step 11. Generate route reply message.. 

VII. Simulation Model 

In this experiment we are setting different nodes 
to analyze the performance of the system. Here we 
consider 50 nodes, we configure the nodes with wireless 
network properties. Here we are implementing in the 
Network Simulator 2  

Channel type Wireless channel 

Radio propagation model Two ray ground 

Network interface Wireless/phy 

MAC type MAC/802_11 

Interface queue type Queue/Drop tail 

Link layer type LL 
Antenna model Omni Antenna 

Number of nodes 50 

VIII. Results 

Figure 2 : Comparison of throughput
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Figure 3 : Comparison of residual energy status 

Residua energy: which allows a nodes residual energy 
status to signalling to the neighbouring nodes based on 
we can travel the messages from source to destination. 
The fig 3 shows the AODV,PHAODV will compare the 
result. AODV protocol will doing less performance   
compare to that of PHAODV. 

IX. Analysis Results 
In experimental design,let us  taking 20 nodes 

of their residual enery status based on finding the best 
path from source to destination as follows. Here we are 
taking the available routes between source to 
destination of their energy based to transmit the data. 
a) Input  

Suppose Select the source node is:25 
Suppose select the destination node is:34 

b) Output             
Available route;25 28 11 18 34 
Average energy value  of  path: 74.598999 

i 1=13 
Avaialable route:25 35 14 32 18 34 
Average energy value of path: 74.232333 
Node neighbouring:14 
Sorted energy:65.19899 66.19899 67.232333  68.89899 
69.39899 70.39899 71.39899 
Aevalue(3):75.06566 
best path list:5 
best path:25 48 14 32 18 34 
data transmission:25 48 14 32 18 34 
 

X. Conclusion 

In these paper, the proposed approach was 
implemented in network simulator and its performance 
was compared to that of AODV, PHAODV. The 
performance metrics was taken into the through put, 
and residual energy status. By using those metrics to 
signal the residual energy status of neighbouring nodes 
based on easily transferring the messages from source 
to destination. The Future work resides the modification 
of energy cost and threshold levels depend on the node 
residual energy, which may decreasing error messages 
across the network.    
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Dual-Region Reputation based Resource 
Management in Mobile Ad Hoc Networks

K.Surendra α K.Delhi Babu σ

Abstract- A mobile ad hoc network (MANET) is a kind of 
wireless ad hoc network. It is a self-configuring network of 
mobile routers connected by wireless links. Since MANETs do 
not have a fixed infrastructure, it is a challenge to manage 
both mobility as well as resource utilizations for Ad hoc 
networks. In this paper, I propose a Reputation management 
scheme, called reputation factor (RF) effective resource 
selection using the reputation based approaches for node 
selection. The developed resource allocation algorithm is 
based on different parameters like time, cost, number of 
processor request etc. The developed priority algorithm is 
used for a better resource allocation of jobs in the network 
environment used for the simulation of different models or jobs 
in an efficient way. After the efficient resource allocation of 
various jobs, an evaluation is being carried out which 
illustrates the better performance. Performance is evaluated by 
using simulation.

I. Introduction & Background

e can described the life cycle of mobile ad hoc 
network into the first ,second and third 
generations. Present adhoc network are viewed 

as the third generation. The original ad hoc network can 
be followed back to 1970's. In 1970's, these are called 
Packet Radio Network (PRNET). The Defense Advanced 
Research Project Agency started examination of utilizing 
parcel  changed radio correspondence to give solid 
correspondence in the middle of PCs and urbanized 
PRNET. Essentially PRNET utilizes the blend of Areal 
Location of Hazardous Atmospheres and Carrier Sense 
Multiple Access for various get to and separation vector 
directing. 

To dynamically identify the optimal selection of 
Reputation values per mobile node based on the 
following:
1. Minimize the network cost based on resource 

management.
2. By using Reputation based approaches.
3. RF combines the strength of grid based location 

management and pointer forwarding strategy to 
achieve high scalability and low signaling cost.

4. The communication module acts as an interface for
the RMS to communicate to neighbors RMS. The 
main purpose of this module is to exchange

reputations with immediate neighbors through three 
types of messages:
1. REP REQ Message: This message is sent to 

neighbors in order to ask for RF values for nodes 
whose states have changed to suspected. Upon 
receiving REP REQ, the communication module 
asks the reputation manager to return the RF values 
of nodes in REP REQ 

2. REP REP Message: When the communication 
module receives the returned RF values from the 
reputation manager, it constructs the REP REP 
message and sends it back to the requestor node. 
Upon receiving the REP REP, the communication 
module forwards the received RF values to the 
reputation manager.

3. ALARM Message: This message is sent to 
neighbors when there is a node whose state is 
changed. Upon receiving ALARM, the 
communication module forwards the received RF 
values to the reputation manager.scratch pad, and 
so on. In the interim the Development of Standard 
IEEE 802.11 (i.e. WLAN's) profited the ad hoc 
network. Some different principles are likewise built 
up that give advantages to the MANET like 
Bluetooth and HIPERLAN. 

II. Related Work

• We assume that every mobile node has knowledge 
about the global partitioning as well as the hash 
function such that it is able to locate the center of 
the home region of any node. All mobile nodes 
within the home region of a mobile node serve as 
home region location servers for that node. DrMoM 
varies the home region size dynamically based on 
the mobile node’s runtime mobility and service 
characteristics.

• The home region size can be expanded as needed 
to ensure that at least one node exists to serve as 
the location server. We assume that node 
distribution (e.g., random or city-style) is a 
predefined knowledge known to every node, so 
every node knows how far Rh should be in order to 
cover at least one node from the center of its home 
region. Besides the home region, each mobile node 
is also associated with a local region, and it 
exchanges location information with neighbors in 
the local region. Unlike the home region, which 

W
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does not move, the local region moves with the 
mobile node. 

• The home region keeps location summary 
information of the node, i.e., the coordinate of the 
center and radius of the node’s local region. 
Whenever the local region moves due to movement 
of the node, the location servers in the home region 
are updated with the location summary information. 

• To locate the local region of a destination node, the 
source node sends a location query to the 
destination node’s location servers.The coordinates 
of the center of a home region is statically 
determined, whereas the radius is dynamically 
determined on a per-node basis, depending on the 
node’s mobility and service characteristics. The 
home region size, determined by its radius denoted 
by Rh, is a key factor balancing the tradeoff 
between the overhead for location queries/updates 
and the robustness of the location service. 

• Specifically, a larger home region covers more 
location servers on average and consequently 
increases the chance of a successful location query. 
However, a larger home region also leads to larger 
overhead for location queries and updates. 
Because Rh is dynamic, the size of the home region 
is dynamic and not necessarily restricted by the size 
of the rectangular region.

a) Taxonomy of Wireless Ad hoc Networks

In a MANET, mobile hubs shape an always 
showing signs of change topology. The configuration of 
effective and adaptable directing conventions is 
consequently a basic test. Two sorts of ad-hoc steering 
conventions have been proposed: topology-based and 
position-based (or geographic based). The topology-
based steering conventions utilization message 
broadcasting to develop courses coordinated to every 
hub. In addition, every hub additionally keeps up a 
directing table to record courses to alternate hubs in the
network. These conventions intensely depend on finding 
and keeping up virtual connection states, yet they 
additionally include some potential issues. 

One of the issues comes from the breakage of 
the connections on a course where hubs move. Another 
issue would be the high activity overhead. Rather than 
topology-based steering conventions, position-based 
directing conventions are broadly considered as a 
possibly adaptable steering arrangement since they 
don't have to keep up steering tables. These 
conventions use location data of neighboring hubs and 
destination hub to settle on their sending choices with 
geographic sending calculations. One of the downsides 
of the position-construct conventions is their reliance in 
light of additional situating gadgets, for example, GPS 
(Global Positioning System) for securing location in-
development. These situating gadgets for the most part 
lead to additional cost and force utilization. Yet, mobile 
gadgets with situating capacity are getting prevalent as 
of late because of the wealth of location-based 
applications. Case in point, situating gadgets have been 
generally conveyed in different hubs. 

b) Worldwide Mobile Information System(GloMo) 
• The objective of the undertaking is to make the 

mobile environment a five star native in the Defense 
Information Infrastructure by giving easy to use 
integration and access to administrations for remote 
mobile clients. 

• Self arranging/self mending networks; both level 
and various leveledmultihop steering calculations 
like ATM networks over remote. 

• Georouting; Satellite interchanges networks; 
heterogeneous networking with IP overlays; end-to-
end network improvements; and security & 
survivability for ad-hoc networks. 

• Wide-Area Information Systems, Information 
Systems for Dismounted Forces, and Information 
System for Rapid Deployment of Forces.  

• The NTDR framework is a DA-coordinated, test, 
mobile parcel information radio network that 
connections Tactical Operations Centers in a 
brigade area. 

• The NTDR gives a self-arranging, self-recuperating, 
network capacity. Radio network administration is 
given by a Network Management Terminal. 

• The main role of the NTDR is to give information 
transport to the Army Battle Command System 
robotized frameworks to units at brigade and 
beneath 

• Lessons gained from this test handling give a bit of 
the specialized gauge for radios being intended

III. Proposed Work

To diminish the general network activity caused 
by mobility administration and parcel conveyance 
herewith we propose proficient mobility administration. 
• The proposed plans to oversee both mobility and in 

addition asset uses for Ad hoc networks. 
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• For ideal home area size and nearby locale size 
(characterized by their particular radii meant by Rh 
and Rl) for every mobile hub in light of the mobile 
hub's runtime mobility and administration qualities 
to minimize the general network expense caused for 
location administration and information parcel 
conveyance. 

• To rapidly distinguish the ideal determination of 
Reputation qualities every mobile hub taking into 
account the accompanying: 

• Minimize the network expense taking into account 
asset administration. 

• By utilizing Reputation based methodologies. 
• RF joins the quality of framework based location 

administration and pointer sending system to 
accomplish high versatility and low flagging 
expense. 

• Simulation utilizing NS2. 
Mobility in remote networks can take diverse 

structures ,, for example, 
Terminal mobility: the capacity for a client 

terminal to keep on getting to the network when the 
terminal moves; 

a) Client mobility
The capacity for a client to keep on getting to 

network administrations from distinctive terminals under 
the same client personality when the client moves.

b) Administration mobility
The capacity for a client to get to the same 

administrations paying little respect to where the client 
is.

In addition, a terminal or a client may be 
considered by a network to have "moved" regardless of 
the possibility that the terminal or the client has not 
transformed its physical location. This may happen 
when the terminal changed its association starting with 
one kind of remote network then onto the next, e.g., 
from Mobility administration is the essential innovation to 
empower the consistent access to cutting edge remote 
networks and mobile administrations. 

Future IP-based remote networks, for example,  
a wide range of media administrations including 
ongoing administrations, for example, voice and feature 
gushing and also non-continuous administrations, for 
example, email, web-perusing, and FTP. Fundamental 
necessities of mobility administration in cutting
edge.remote networks ought to include: first and 
foremost, the backing of all types of mobility; second, 
the backing of mobility for both constant and non-
ongoing applications; third, the backing of clients 
consistently moving crosswise over heterogeneous
remote networks in the same or diverse administrative 
areas. 

Fourth, the backing of an on-set client 
application session to proceed without noteworthy 

interferences as the client moves. This session congruity 
ought to be kept up when a client changes its network 
connection focuses or moves starting with one sort of 
remote network then onto the next; and last, the backing 
of worldwide wandering, i.e., the capacity for a client to 
move into and use distinctive administrators' networks of 
home areas. 

c) Location administration
A procedure that empowers the framework to 

focus a mobile gadget's present location, i.e., the 
present network connection point where the mobile 
gadget can get activity from the framework.

d) Handoff administration
A procedure that empowers a mobile gadget to 

change itsnetwork connection point while keeping its 
on-going activity continuous. In the event that the 
network connection point change includes the 
meandering into another network with an alternate 
administrator, then network access control is likewise 
included in the handoff process. Network access control 
incorporates confirmation (check the character of a 
client), approval (figure out if a client ought to utilize the 
network administration), and bookkeeping (gather data 
on the assets utilized by a client). 

The framework model exhibited in this paper is 
in light of the taking after presumptions. 
Every hub has an interesting id and it can't be parodied. 
• The network is sufficiently thick so that every hub 

has at least two one-bounce neighbors. 
• A remote interface of every hub underpins 

indiscriminate mode operation: a hub dependably 
listens to each transmission within its one-jump 
neighborhood despite the fact that it doesn't involve 
in those transmissions. 

• Links are bidirectional. At time t, if hub B can get a 
message from hub A, hub An ought to have the 
capacity to get a message from hub B at time t too. 

• A radio wire utilized on every hub is an omni-
directional antenna which empowers its 
transmission to be observed by its one-jump 
neighbors. 

• Each hub is free from one another, no conspiracy. 
• We don't consider pernicious hubs, just egotistical 

hubs seeking to moderate their own asset. 
• Flood to get a hub's location. 
• Excessive flooding messages 
• Central static location server. 
• Not blame tolerant 
• Too much load on focal server and close-by hubs 
• The server may be far away/ parceled 
• Every hub goes about as server for a couple of 

others. 
• Good for spreading load and enduring 

disappointments. 
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• Limited assets and physical security. 
• Intrinsic common trust helpless against assaults. 
• Lack of approval offices. 

e) Solution Strategy  
The Reputation of the node can be calculated 

based on below assumptions:
i. The time used to send the packet to their adjacent 

nodes and
ii. The number of processor requests it attains

The equation to find the neighbors based on the 
above two parameters is :

Reputation Factor (RF) for individual node  
=(min-time , max-processing power)

i.e., RF = Tmin& RF = Pmax

f) Algorithm 
Processing a ReputationFactor
i.  select one cluster  /** selection of one grid 
ii. selectsrc,des, neighbours /** identify source, 
neighbours, destination
iii. source(S)  ->Rreq (msg)   /**  sender sends RReq to 
all its neighbours 
iv. S - >Adj-node  ->  Rec (msg)   /**  source  node  
receives all of it’s neighbour concerned factors
v.  S - >cal (RF)    /** calculation of  RF values
vi. RF - >Tmin, RF - >Pmax/** cross-checking all the 
values 
vii. S ->discovered (neighbour)   /** now source node 
select this adj node
viii. S ->D  /** now source sends alerts to destination 
via selected adj node

g) Implementation Performance 
Let us consider the 5 nodes 

Fig.  :Node A needs to find Adj Node using Reputation 
Factor to communicate with Node F

Source node A - > F (Destination node)
Adjacent nodes  = B,C,D

Table 1 : Validation with RF

Inputs Node-B Node-C Node-D
Min-Time 10ms 12ms 5ms
Max-Proc. 

Power
100w 120w 130w

Intermediate Process : cross-checking based on 
conditions
Output : Node D
The Process now processed as follows :

 Let us assume the total number of nodes  = 1000
 i.e., 

node1,node2,node3,node4,…………………………n
ode99,node100.

 Suppose  the  ‘node 1’ contains  ‘5 neighbours’   it 
is easy to find RF

 If ‘node 35’ contains ‘100 neighbours ‘  is very hard 
to resolve RF

 Finally, the Reputation Factor (RF) for individual 
node = (min-time , max-processing power)

i.e., RF = Tmin& RF = Pmax

Where the Tmin indicates the minimum-time 
parameter & Pmax indicates the maximum-Processing 
Power parameter

B

A

F

D
C

Fig. b :Node A establishes path to Node F via Adj node D
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ii. Performance Evaluation 
The below graph compares the Dual-Region 

mobility management and Reputation Management 
System.

The x

-

axis represents the Parameter Min

-

Time 
and the y-axis represents the cost in terms of no. of 
nodes.

Similarly, The below figure shows the 
comparision of DrMOMand RMS with respect to the
power.

The evaluation is measured in terms of cost 
factor i.e, based on max-power and number of nodes, 
the comparision is takes place.

IV. Conclusion

A Reputation-based system as an extension to 
the existing resource management  for detecting the 
neighbour nodes in mobile ad-hoc networks. The 
proposed system is evaluated by implementing it on ns2 
Simulator.Although they could save their resources by 
not forwarding packets for others, their packets would 
not be delivered as well. some simulation results are 
provided  to validate work and show its performance. 

And also the  evaluation of proposed system is 
expressed in the presence of nodes who forward only 
the necessary amount of packets so that they are not 
detected as malicious. This means that they try to keep 
their reputation in between the two thresholds which was 
categorized as suspicious nodes. To refer to this type of 
nodes, we use the term “partially cooperative”.
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i. Case Studies 

Table 2 : Process Flow using RF

Inputs Intermediate 
Process

Outputs

15-nodes RFh10 Adj node can be 
easily identified

20-nodes RFh20 Adj node 
identification is 
slightly hard

40-nodes RFh40 Hard to resolve
80-nodes RFh80 Very Hard to find 

Reputation factor

Where the indication of hardness level is 
h80>>h40>>h20>>h10
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specifications of the source of funding for the research if appropriate can be included. Suppliers of resources may be mentioned along 
with address. 

Appeal of Decision: The Editorial Board’s decision on publication of the paper is final and cannot be appealed elsewhere. 

Permissions: It is the author's responsibility to have prior permission if all or parts of earlier published illustrations are used in this 
paper. 

Please mention proper reference and appropriate acknowledgements wherever expected. 

If all or parts of previously published illustrations are used, permission must be taken from the copyright holder concerned. It is the 
author's responsibility to take these in writing. 

Approval for reproduction/modification of any information (including figures and tables) published elsewhere must be obtained by the 
authors/copyright holders before submission of the manuscript. Contributors (Authors) are responsible for any copyright fee involved. 

3. SUBMISSION OF MANUSCRIPTS 

 Manuscripts should be uploaded via this online submission page. The online submission is most efficient method for submission of 
papers, as it enables rapid distribution of manuscripts and consequently speeds up the review procedure. It also enables authors to 
know the status of their own manuscripts by emailing us. Complete instructions for submitting a paper is available below. 

Manuscript submission is a systematic procedure and little preparation is required beyond having all parts of your manuscript in a given 
format and a computer with an Internet connection and a Web browser. Full help and instructions are provided on-screen. As an author, 
you will be prompted for login and manuscript details as Field of Paper and then to upload your manuscript file(s) according to the 
instructions. 
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To avoid postal delays, all transaction is preferred by e-mail. A finished manuscript submission is confirmed by e-mail immediately and 
your paper enters the editorial process with no postal delays. When a conclusion is made about the publication of your paper by our 
Editorial Board, revisions can be submitted online with the same procedure, with an occasion to view and respond to all comments. 

Complete support for both authors and co-author is provided. 

4. MANUSCRIPT’S CATEGORY 

Based on potential and nature, the manuscript can be categorized under the following heads: 

Original research paper: Such papers are reports of high-level significant original research work. 

Review papers: These are concise, significant but helpful and decisive topics for young researchers. 

Research articles: These are handled with small investigation and applications. 

Research letters: The letters are small and concise comments on previously published matters. 

5. STRUCTURE AND FORMAT OF MANUSCRIPT 

The recommended size of original research paper is less than seven thousand words, review papers fewer than seven thousands words 
also.Preparation of research paper or how to write research paper, are major hurdle, while writing manuscript. The research articles and 
research letters should be fewer than three thousand words, the structure original research paper; sometime review paper should be as 
follows: 

 Papers: These are reports of significant research (typically less than 7000 words equivalent, including tables, figures, references), and 
comprise: 

(a)Title should be relevant and commensurate with the theme of the paper. 

(b) A brief Summary, “Abstract” (less than 150 words) containing the major results and conclusions. 

(c) Up to ten keywords, that precisely identifies the paper's subject, purpose, and focus. 

(d) An Introduction, giving necessary background excluding subheadings; objectives must be clearly declared. 

(e) Resources and techniques with sufficient complete experimental details (wherever possible by reference) to permit repetition; 
sources of information must be given and numerical methods must be specified by reference, unless non-standard. 

(f) Results should be presented concisely, by well-designed tables and/or figures; the same data may not be used in both; suitable 
statistical data should be given. All data must be obtained with attention to numerical detail in the planning stage. As reproduced design 
has been recognized to be important to experiments for a considerable time, the Editor has decided that any paper that appears not to 
have adequate numerical treatments of the data will be returned un-refereed; 

(g) Discussion should cover the implications and consequences, not just recapitulating the results; conclusions should be summarizing. 

(h) Brief Acknowledgements. 

(i) References in the proper form. 

Authors should very cautiously consider the preparation of papers to ensure that they communicate efficiently. Papers are much more 
likely to be accepted, if they are cautiously designed and laid out, contain few or no errors, are summarizing, and be conventional to the 
approach and instructions. They will in addition, be published with much less delays than those that require much technical and editorial 
correction. 
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The Editorial Board reserves the right to make literary corrections and to make suggestions to improve briefness. 

It is vital, that authors take care in submitting a manuscript that is written in simple language and adheres to published guidelines. 

 Format 

Language: The language of publication is UK English. Authors, for whom English is a second language, must have their manuscript 
efficiently edited by an English-speaking person before submission to make sure that, the English is of high excellence. It is preferable, 
that manuscripts should be professionally edited. 

Standard Usage, Abbreviations, and Units: Spelling and hyphenation should be conventional to The Concise Oxford English Dictionary. 
Statistics and measurements should at all times be given in figures, e.g. 16 min, except for when the number begins a sentence. When 
the number does not refer to a unit of measurement it should be spelt in full unless, it is 160 or greater. 

Abbreviations supposed to be used carefully. The abbreviated name or expression is supposed to be cited in full at first usage, followed 
by the conventional abbreviation in parentheses. 

Metric SI units are supposed to generally be used excluding where they conflict with current practice or are confusing. For illustration, 
1.4 l rather than 1.4 × 10-3 m3, or 4 mm somewhat than 4 × 10-3 m. Chemical formula and solutions must identify the form used, e.g. 
anhydrous or hydrated, and the concentration must be in clearly defined units. Common species names should be followed by 
underlines at the first mention. For following use the generic name should be constricted to a single letter, if it is clear. 

Structure 

All manuscripts submitted to Global Journals Inc. (US), ought to include: 

Title: The title page must carry an instructive title that reflects the content, a running title (less than 45 characters together with spaces), 
names of the authors and co-authors, and the place(s) wherever the work was carried out. The full postal address in addition with the e-
mail address of related author must be given. Up to eleven keywords or very brief phrases have to be given to help data retrieval, mining 
and indexing. 

 Abstract, used in Original Papers and Reviews: 

Optimizing Abstract for Search Engines 

Many researchers searching for information online will use search engines such as Google, Yahoo or similar. By optimizing your paper for 
search engines, you will amplify the chance of someone finding it. This in turn will make it more likely to be viewed and/or cited in a 
further work. Global Journals Inc. (US) have compiled these guidelines to facilitate you to maximize the web-friendliness of the most 
public part of your paper. 

Key Words 

A major linchpin in research work for the writing research paper is the keyword search, which one will employ to find both library and 
Internet resources. 

One must be persistent and creative in using keywords. An effective keyword search requires a strategy and planning a list of possible 
keywords and phrases to try. 

Search engines for most searches, use Boolean searching, which is somewhat different from Internet searches. The Boolean search uses 
"operators," words (and, or, not, and near) that enable you to expand or narrow your affords. Tips for research paper while preparing 
research paper are very helpful guideline of research paper. 

Choice of key words is first tool of tips to write research paper. Research paper writing is an art.A few tips for deciding as strategically as 
possible about keyword search: 
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One should start brainstorming lists of possible keywords before even begin searching. Think about the most 
important concepts related to research work. Ask, "What words would a source have to include to be truly 
valuable in research paper?" Then consider synonyms for the important words. 
It may take the discovery of only one relevant paper to let steer in the right keyword direction because in most 
databases, the keywords under which a research paper is abstracted are listed with the paper. 
One should avoid outdated words. 

Keywords are the key that opens a door to research work sources. Keyword searching is an art in which researcher's skills are 
bound to improve with experience and time. 

 Numerical Methods: Numerical methods used should be clear and, where appropriate, supported by references. 

Acknowledgements: Please make these as concise as possible. 

 References 

References follow the Harvard scheme of referencing. References in the text should cite the authors' names followed by the time of their 
publication, unless there are three or more authors when simply the first author's name is quoted followed by et al. unpublished work 
has to only be cited where necessary, and only in the text. Copies of references in press in other journals have to be supplied with 
submitted typescripts. It is necessary that all citations and references be carefully checked before submission, as mistakes or omissions 
will cause delays. 

References to information on the World Wide Web can be given, but only if the information is available without charge to readers on an 
official site. Wikipedia and Similar websites are not allowed where anyone can change the information. Authors will be asked to make 
available electronic copies of the cited information for inclusion on the Global Journals Inc. (US) homepage at the judgment of the 
Editorial Board. 

The Editorial Board and Global Journals Inc. (US) recommend that, citation of online-published papers and other material should be done 
via a DOI (digital object identifier). If an author cites anything, which does not have a DOI, they run the risk of the cited material not 
being noticeable. 

The Editorial Board and Global Journals Inc. (US) recommend the use of a tool such as Reference Manager for reference management 
and formatting. 

 Tables, Figures and Figure Legends 

Tables: Tables should be few in number, cautiously designed, uncrowned, and include only essential data. Each must have an Arabic 
number, e.g. Table 4, a self-explanatory caption and be on a separate sheet. Vertical lines should not be used. 

Figures: Figures are supposed to be submitted as separate files. Always take in a citation in the text for each figure using Arabic numbers, 
e.g. Fig. 4. Artwork must be submitted online in electronic form by e-mailing them. 

 Preparation of Electronic Figures for Publication 

Even though low quality images are sufficient for review purposes, print publication requires high quality images to prevent the final 
product being blurred or fuzzy. Submit (or e-mail) EPS (line art) or TIFF (halftone/photographs) files only. MS PowerPoint and Word 
Graphics are unsuitable for printed pictures. Do not use pixel-oriented software. Scans (TIFF only) should have a resolution of at least 350 
dpi (halftone) or 700 to 1100 dpi (line drawings) in relation to the imitation size. Please give the data for figures in black and white or 
submit a Color Work Agreement Form. EPS files must be saved with fonts embedded (and with a TIFF preview, if possible). 

For scanned images, the scanning resolution (at final image size) ought to be as follows to ensure good reproduction: line art: >650 dpi; 
halftones (including gel photographs) : >350 dpi; figures containing both halftone and line images: >650 dpi. 

Color Charges: It is the rule of the Global Journals Inc. (US) for authors to pay the full cost for the reproduction of their color artwork. 
Hence, please note that, if there is color artwork in your manuscript when it is accepted for publication, we would require you to 
complete and return a color work agreement form before your paper can be published. 
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Figure Legends: Self-explanatory legends of all figures should be incorporated separately under the heading 'Legends to Figures'. In the 
full-text online edition of the journal, figure legends may possibly be truncated in abbreviated links to the full screen version. Therefore, 
the first 100 characters of any legend should notify the reader, about the key aspects of the figure. 

6. AFTER ACCEPTANCE

 
Upon approval of a paper for publication, the manuscript will be forwarded to the dean, who is responsible for the publication of the 
Global Journals Inc. (US). 

 

6.1 Proof Corrections

 
The corresponding author will receive an e-mail alert containing a link to a website or will be attached. A working e-mail address must 
therefore be provided for the related author. 

Acrobat Reader will be required in order to read this file. This software can be downloaded 

(Free of charge) from the following website: 

www.adobe.com/products/acrobat/readstep2.html. This will facilitate the file to be opened, read on screen, and printed out in order for 
any corrections to be added. Further instructions will be sent with the proof. 

Proofs must be returned to the dean at dean@globaljournals.org within three days of receipt. 

As changes to proofs are costly, we inquire that you only correct typesetting errors. All illustrations are retained by the publisher. Please 
note that the authors are responsible for all statements made in their work, including changes made by the copy editor. 

 

6.2 Early View of Global Journals Inc. (US) (Publication Prior to Print)

 
The Global Journals Inc. (US) are enclosed by our publishing's Early View service. Early View articles are complete full-text articles sent in 
advance of their publication. Early View articles are absolute and final. They have been completely reviewed, revised and edited for 
publication, and the authors' final corrections have been incorporated. Because they are in final form, no changes can be made after 
sending them. The nature of Early View articles means that they do not yet have volume, issue or page numbers, so Early View articles 
cannot be cited in the conventional way. 

 

6.3 Author Services

 
Online production tracking is available for your article through Author Services. Author Services enables authors to track their article - 
once it has been accepted - through the production process to publication online and in print. Authors can check the status of their 
articles online and choose to receive automated e-mails at key stages of production. The authors will receive an e-mail with a unique link 
that enables them to register and have their article automatically added to the system. Please ensure that a complete e-mail address is 
provided when submitting the manuscript. 

 

6.4 Author Material Archive Policy

 
Please note that if not specifically requested, publisher will dispose off hardcopy & electronic information submitted, after the two 
months of publication. If you require the return of any information submitted, please inform the Editorial Board or dean as soon as 
possible. 

 

6.5 Offprint and Extra Copies

 
A PDF offprint of the online-published article will be provided free of charge to the related author, and may be distributed according to 
the Publisher's terms and conditions. Additional paper offprint may be ordered by emailing us at: editor@globaljournals.org . 

                   

You must strictly follow above Author Guidelines before submitting your paper or else we will not at all be responsible for any
corrections in future in any of the way.
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2. Evaluators are human: First thing to remember that evaluators are also human being. They are not only meant for rejecting a paper. 
They are here to evaluate your paper. So, present your Best. 

3. Think Like Evaluators: If you are in a confusion or getting demotivated that your paper will be accepted by evaluators or not, then 
think and try to evaluate your paper like an Evaluator. Try to understand that what an evaluator wants in your research paper and 
automatically you will have your answer. 

4. Make blueprints of paper: The outline is the plan or framework that will help you to arrange your thoughts. It will make your paper 
logical. But remember that all points of your outline must be related to the topic you have chosen.  

5. Ask your Guides: If you are having any difficulty in your research, then do not hesitate to share your difficulty to your guide (if you 
have any). They will surely help you out and resolve your doubts. If you can't clarify what exactly you require for your work then ask the 
supervisor to help you with the alternative. He might also provide you the list of essential readings. 

6. Use of computer is recommended: As you are doing research in the field of Computer Science, then this point is quite obvious. 

 

7. Use right software: Always use good quality software packages. If you are not capable to judge good software then you can lose 
quality of your paper unknowingly. There are various software programs available to help you, which you can get through Internet. 

 

8. Use the Internet for help: An excellent start for your paper can be by using the Google. It is an excellent search engine, where you can 
have your doubts resolved. You may also read some answers for the frequent question how to write my research paper or find model 
research paper. From the internet library you can download books. If you have all required books make important reading selecting and 
analyzing the specified information. Then put together research paper sketch out. 

9. Use and get big pictures: Always use encyclopedias, Wikipedia to get pictures so that you can go into the depth. 

 

10. Bookmarks are useful: When you read any book or magazine, you generally use bookmarks, right! It is a good habit, which helps to 
not to lose your continuity. You should always use bookmarks while searching on Internet also, which will make your search easier. 

 

 

Before start writing a good quality Computer Science Research Paper, let us first understand what is Computer Science Research Paper? 
So, Computer Science Research Paper is the paper which is written by professionals or scientists who are associated to Computer Science 
and Information Technology, or doing research study in these areas. If you are novel to this field then you can consult about

 
this field 

from your supervisor or guide.
 

TECHNIQUES FOR WRITING A GOOD QUALITY RESEARCH PAPER:
 

1. Choosing the topic:
 
In most cases, the topic is searched by the interest of author but it can be also suggested by the guides. You can 

have several topics and then you can judge that in which topic or subject you are finding yourself most comfortable. This can
 
be done by 

asking several questions to yourself, like Will I be able to carry our search in this area? Will I find all necessary recourses to accomplish 
the search? Will I be able to find all information in this field area? If the answer of these types of questions will be "Yes" then you can 
choose that topic. In most of the cases, you may have to conduct the surveys and have to visit several places because this field is related 
to Computer Science and Information Technology. Also, you may have to do a lot of work to find all rise and falls regarding the various 
data of that subject. Sometimes, detailed information plays a vital role, instead of short information.

 

 

11. Revise what you wrote: When you write anything, always read it, summarize it and then finalize it. 
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16. Use proper verb tense: Use proper verb tenses in your paper. Use past tense, to present those events that happened. Use present 
tense to indicate events that are going on. Use future tense to indicate future happening events. Use of improper and wrong tenses will 
confuse the evaluator. Avoid the sentences that are incomplete. 

17. Never use online paper: If you are getting any paper on Internet, then never use it as your research paper because it might be 
possible that evaluator has already seen it or maybe it is outdated version.  

18. Pick a good study spot:  To do your research studies always try to pick a spot, which is quiet. Every spot is not for studies. Spot that 
suits you choose it and proceed further. 

19. Know what you know: Always try to know, what you know by making objectives. Else, you will be confused and cannot achieve your 
target. 

 

20. Use good quality grammar: Always use a good quality grammar and use words that will throw positive impact on evaluator. Use of 
good quality grammar does not mean to use tough words, that for each word the evaluator has to go through dictionary. Do not start 
sentence with a conjunction. Do not fragment sentences. Eliminate one-word sentences. Ignore passive voice. Do not ever use a big 
word when a diminutive one would suffice. Verbs have to be in agreement with their subjects. Prepositions are not expressions to finish 
sentences with. It is incorrect to ever divide an infinitive. Avoid clichés like the disease. Also, always shun irritating alliteration. Use 
language that is simple and straight forward. put together a neat summary. 

21. Arrangement of information: Each section of the main body should start with an opening sentence and there should be a 
changeover at the end of the section. Give only valid and powerful arguments to your topic. You may also maintain your arguments with 
records. 

 

22. Never start in last minute: Always start at right time and give enough time to research work. Leaving everything to the last minute 
will degrade your paper and spoil your work. 

23. Multitasking in research is not good: Doing several things at the same time proves bad habit in case of research activity. Research is 
an area, where everything has a particular time slot. Divide your research work in parts and do particular part in particular time slot. 

 

24. Never copy others' work: Never copy others' work and give it your name because if evaluator has seen it anywhere you will be in 
trouble. 

 

25. Take proper rest and food: No matter how many hours you spend for your research activity, if you are not taking care of your health 
then all your efforts will be in vain. For a quality research, study is must, and this can be done by taking proper rest and food.  

 

26. Go for seminars: Attend seminars if the topic is relevant to your research area. Utilize all your resources. 

 

12. Make all efforts: Make all efforts to mention what you are going to write in your paper. That means always have a good start. Try to 
mention everything in introduction, that what is the need of a particular research paper. Polish your work by good skill of writing and 
always give an evaluator, what he wants. 

13. Have backups: When you are going to do any important thing like making research paper, you should always have backup copies of it 
either in your computer or in paper. This will help you to not to lose any of your important. 

14. Produce good diagrams of your own: Always try to include good charts or diagrams in your paper to improve quality. Using several 
and unnecessary diagrams will degrade the quality of your paper by creating "hotchpotch." So always, try to make and include those 
diagrams, which are made by your own to improve readability and understandability of your paper. 

15. Use of direct quotes: When you do research relevant to literature, history or current affairs then use of quotes become essential but 
if study is relevant to science then use of quotes is not preferable.  
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sufficient. Use words properly, regardless of how others use them. Remove quotations. Puns are for kids, not grunt readers. 
Amplification is a billion times of inferior quality than sarcasm. 

32. Never oversimplify everything: To add material in your research paper, never go for oversimplification. This will definitely irritate the 
evaluator. Be more or less specific. Also too, by no means, ever use rhythmic redundancies. Contractions aren't essential and shouldn't 
be there used. Comparisons are as terrible as clichés. Give up ampersands and abbreviations, and so on. Remove commas, that are, not 
necessary. Parenthetical words however should be together with this in commas. Understatement is all the time the complete best way 
to put onward earth-shaking thoughts. Give a detailed literary review. 

33. Report concluded results: Use concluded results. From raw data, filter the results and then conclude your studies based on 
measurements and observations taken. Significant figures and appropriate number of decimal places should be used. Parenthetical

 

remarks are prohibitive. Proofread carefully at final stage. In the end give outline to your arguments. Spot out perspectives of further 
study of this subject. Justify your conclusion by at the bottom of them with sufficient justifications and examples. 

 

34. After conclusion: Once you have concluded your research, the next most important step is to present your findings. Presentation is 
extremely important as it is the definite medium though which your research is going to be in print to the rest of the crowd. Care should 
be taken to categorize your thoughts well and present them in a logical and neat manner. A good quality research paper format is 
essential because it serves to highlight your research paper and bring to light all necessary aspects in your research.

 

Key points to remember:  

Submit all work in its final form. 
Write your paper in the form, which is presented in the guidelines using the template. 
Please note the criterion for grading the final paper by peer-reviewers. 

Final Points:  

A purpose of organizing a research paper is to let people to interpret your effort selectively. The journal requires the following sections, 
submitted in the order listed, each section to start on a new page.  

The introduction will be compiled from reference matter and will reflect the design processes or outline of basis that direct you to make 
study. As you will carry out the process of study, the method and process section will be constructed as like that. The result segment will 
show related statistics in nearly sequential order and will direct the reviewers next to the similar intellectual paths throughout the data 
that you took to carry out your study. The discussion section will provide understanding of the data and projections as to the implication 
of the results. The use of good quality references all through the paper will give the effort trustworthiness by representing an alertness 
of prior workings. 

 

27. Refresh your mind after intervals: Try to give rest to your mind by listening to soft music or by sleeping in intervals. This will also 
improve your memory. 

28. Make colleagues: Always try to make colleagues. No matter how sharper or intelligent you are, if you make colleagues you can have 
several ideas, which will be helpful for your research. 

Think technically: Always think technically. If anything happens, then search its reasons, its benefits, and demerits. 

30. Think and then print: When you will go to print your paper, notice that tables are not be split, headings are not detached from their 
descriptions, and page sequence is maintained.  

31. Adding unnecessary information: Do not add unnecessary information, like, I have used MS Excel to draw graph. Do not add 
irrelevant and inappropriate material. These all will create superfluous. Foreign terminology and phrases are not apropos. One should 
NEVER take a broad view. Analogy in script is like feathers on a snake. Not at all use a large word when a very small one would be                    

29.
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Separating a table/chart or figure - impound each figure/table to a single page 
Submitting a manuscript with pages out of sequence 

In every sections of your document 

· Use standard writing style including articles ("a", "the," etc.) 

· Keep on paying attention on the research topic of the paper 

 

· Use paragraphs to split each significant point (excluding for the abstract) 

 

· Align the primary line of each section 

 

· Present your points in sound order 

 

· Use present tense to report well accepted  

 

· Use past tense to describe specific results  

 

· Shun familiar wording, don't address the reviewer directly, and don't use slang, slang language, or superlatives  

 

· Shun use of extra pictures - include only those figures essential to presenting results 

 

Title Page: 

 

Choose a revealing title. It should be short. It should not have non-standard acronyms or abbreviations. It should not exceed two printed 
lines. It should include the name(s) and address (es) of all authors. 

 
 

 

 

 

Writing a research paper is not an easy job no matter how trouble-free the actual research or concept. Practice, excellent preparation, 
and controlled record keeping are the only means to make straightforward the progression.  

General style: 

Specific editorial column necessities for compliance of a manuscript will always take over from directions in these general guidelines. 

To make a paper clear 

· Adhere to recommended page limits 

Mistakes to evade 

Insertion a title at the foot of a page with the subsequent text on the next page 
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shortening the outcome. Sum up the study, with the subsequent elements in any summary. Try to maintain the initial two items to no 
more than one ruling each.  

Reason of the study - theory, overall issue, purpose 
Fundamental goal 
To the point depiction of the research 
Consequences, including definite statistics - if the consequences are quantitative in nature, account quantitative data; results 
of any numerical analysis should be reported 
Significant conclusions or questions that track from the research(es) 

Approach: 

Single section, and succinct 
As a outline of job done, it is always written in past tense 
A conceptual should situate on its own, and not submit to any other part of the paper such as a form or table 
Center on shortening results - bound background information to a verdict or two, if completely necessary 
What you account in an conceptual must be regular with what you reported in the manuscript 
Exact spelling, clearness of sentences and phrases, and appropriate reporting of quantities (proper units, important statistics) 
are just as significant in an abstract as they are anywhere else 

Introduction:  

 

The Introduction should "introduce" the manuscript. The reviewer should be presented with sufficient background information to be 
capable to comprehend and calculate the purpose of your study without having to submit to other works. The basis for the study should 
be offered. Give most important references but shun difficult to make a comprehensive appraisal of the topic. In the introduction, 
describe the problem visibly. If the problem is not acknowledged in a logical, reasonable way, the reviewer will have no attention in your 
result. Speak in common terms about techniques used to explain the problem, if needed, but do not present any particulars about the 
protocols here. Following approach can create a valuable beginning: 

Explain the value (significance) of the study  
Shield the model - why did you employ this particular system or method? What is its compensation? You strength remark on its 
appropriateness from a abstract point of vision as well as point out sensible reasons for using it. 
Present a justification. Status your particular theory (es) or aim(s), and describe the logic that led you to choose them. 
Very for a short time explain the tentative propose and how it skilled the declared objectives. 

Approach: 

Use past tense except for when referring to recognized facts. After all, the manuscript will be submitted after the entire job is 
done.  
Sort out your thoughts; manufacture one key point with every section. If you make the four points listed above, you will need a

 

least of four paragraphs. 

 

 

Abstract: 

The summary should be two hundred words or less. It should briefly and clearly explain the key findings reported in the manuscript--
must have precise statistics. It should not have abnormal acronyms or abbreviations. It should be logical in itself. Shun citing references 
at this point. 

An abstract is a brief distinct paragraph summary of finished work or work in development. In a minute or less a reviewer can be taught 
the foundation behind the study, common approach to the problem, relevant results, and significant conclusions or new questions.  

Write your summary when your paper is completed because how can you write the summary of anything which is not yet written? 
Wealth of terminology is very essential in abstract. Yet, use comprehensive sentences and do not let go readability for briefness. You can 
maintain it succinct by phrasing sentences so that they provide more than lone rationale. The author can at this moment go straight to 
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principle while stating the situation. The purpose is to text all particular resources and broad procedures, so that another person may 
use some or all of the methods in one more study or referee the scientific value of your work. It is not to be a step by step report of the 
whole thing you did, nor is a methods section a set of orders. 

 

Materials: 

Explain materials individually only if the study is so complex that it saves liberty this way. 
Embrace particular materials, and any tools or provisions that are not frequently found in laboratories.  
Do not take in frequently found. 
If use of a definite type of tools. 
Materials may be reported in a part section or else they may be recognized along with your measures. 

Methods:  

Report the method (not particulars of each process that engaged the same methodology) 
Describe the method entirely 
To be succinct, present methods under headings dedicated to specific dealings or groups of measures 
Simplify - details how procedures were completed not how they were exclusively performed on a particular day.  
If well known procedures were used, account the procedure by name, possibly with reference, and that's all.  

Approach:  

It is embarrassed or not possible to use vigorous voice when documenting methods with no using first person, which would 
focus the reviewer's interest on the researcher rather than the job. As a result when script up the methods most authors use 
third person passive voice. 
Use standard style in this and in every other part of the paper - avoid familiar lists, and use full sentences. 

What to keep away from 

Resources and methods are not a set of information. 
Skip all descriptive information and surroundings - save it for the argument. 
Leave out information that is immaterial to a third party. 

Results: 

 
 

The principle of a results segment is to present and demonstrate your conclusion. Create this part a entirely objective details of the 
outcome, and save all understanding for the discussion. 

 

The page length of this segment is set by the sum and types of data to be reported. Carry on to be to the point, by means of statistics and 
tables, if suitable, to present consequences most efficiently.You must obviously differentiate material that would usually be incorporated 
in a study editorial from any unprocessed data or additional appendix matter that would not be available. In fact, such matter should not 
be submitted at all except requested by the instructor. 

 

Present surroundings information only as desirable in order hold up a situation. The reviewer does not desire to read the 
whole thing you know about a topic. 
Shape the theory/purpose specifically - do not take a broad view. 
As always, give awareness to spelling, simplicity and correctness of sentences and phrases. 

Procedures (Methods and Materials): 

This part is supposed to be the easiest to carve if you have good skills. A sound written Procedures segment allows a capable scientist to 
replacement your results. Present precise information about your supplies. The suppliers and clarity of reagents can be helpful bits of 
information. Present methods in sequential order but linked methodologies can be grouped as a segment. Be concise when relating the 
protocols. Attempt for the least amount of information that would permit another capable scientist to spare your outcome but be
cautious that vital information is integrated. The use of subheadings is suggested and ought to be synchronized with the results section. 
When a technique is used that has been well described in another object, mention the specific item describing a way but draw the basic 
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Do not present the similar data more than once. 
Manuscript should complement any figures or tables, not duplicate the identical information. 
Never confuse figures with tables - there is a difference. 

Approach 
As forever, use past tense when you submit to your results, and put the whole thing in a reasonable order.
Put figures and tables, appropriately numbered, in order at the end of the report  
If you desire, you may place your figures and tables properly within the text of your results part. 

Figures and tables 
If you put figures and tables at the end of the details, make certain that they are visibly distinguished from any attach appendix 
materials, such as raw facts 
Despite of position, each figure must be numbered one after the other and complete with subtitle  
In spite of position, each table must be titled, numbered one after the other and complete with heading 
All figure and table must be adequately complete that it could situate on its own, divide from text 

Discussion: 

 

The Discussion is expected the trickiest segment to write and describe. A lot of papers submitted for journal are discarded based on
problems with the Discussion. There is no head of state for how long a argument should be. Position your understanding of the outcome
visibly to lead the reviewer through your conclusions, and then finish the paper with a summing up of the implication of the study. The
purpose here is to offer an understanding of your results and hold up for all of your conclusions, using facts from your research and
generally accepted information, if suitable. The implication of result should be visibly described. 
Infer your data in the conversation in suitable depth. This means that when you clarify an observable fact you must explain mechanisms
that may account for the observation. If your results vary from your prospect, make clear why that may have happened. If your results
agree, then explain the theory that the proof supported. It is never suitable to just state that the data approved with prospect, and let it
drop at that. 

Make a decision if each premise is supported, discarded, or if you cannot make a conclusion with assurance. Do not just dismiss
a study or part of a study as "uncertain." 
Research papers are not acknowledged if the work is imperfect. Draw what conclusions you can based upon the results that
you have, and take care of the study as a finished work  
You may propose future guidelines, such as how the experiment might be personalized to accomplish a new idea. 
Give details all of your remarks as much as possible, focus on mechanisms. 
Make a decision if the tentative design sufficiently addressed the theory, and whether or not it was correctly restricted. 
Try to present substitute explanations if sensible alternatives be present. 
One research will not counter an overall question, so maintain the large picture in mind, where do you go next? The best
studies unlock new avenues of study. What questions remain? 
Recommendations for detailed papers will offer supplementary suggestions.

Approach:  

When you refer to information, differentiate data generated by your own studies from available information 
Submit to work done by specific persons (including you) in past tense.  
Submit to generally acknowledged facts and main beliefs in present tense.  

Content 

Sum up your conclusion in text and demonstrate them, if suitable, with figures and tables.  
In manuscript, explain each of your consequences, point the reader to remarks that are most appropriate. 
Present a background, such as by describing the question that was addressed by creation an exacting study. 
Explain results of control experiments and comprise remarks that are not accessible in a prescribed figure or table, if 
appropriate. 
Examine your data, then prepare the analyzed (transformed) data in the form of a figure (graph), table, or in manuscript form. 

What to stay away from 
Do not discuss or infer your outcome, report surroundings information, or try to explain anything. 
Not at all, take in raw data or intermediate calculations in a research manuscript.                    
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Do not give permission to anyone else to "PROOFREAD" your manuscript. 

Methods to avoid Plagiarism is applied by us on every paper, if found guilty, you will be blacklisted by all of our collaborated
research groups, your institution will be informed for this and strict legal actions will be taken immediately.) 
To guard yourself and others from possible illegal use please do not permit anyone right to use to your paper and files. 

The major constraint is that you must independently make all content, tables, graphs, and facts that are offered in the paper.
You must write each part of the paper wholly on your own. The Peer-reviewers need to identify your own perceptive of the
concepts in your own terms. NEVER extract straight from any foundation, and never rephrase someone else's analysis. 

Please carefully note down following rules and regulation before submitting your Research Paper to Global Journals Inc. (US):  

Segment Draft and Final Research Paper: You have to strictly follow the template of research paper. If it is not done your paper may get
rejected.  
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Please note that following table is only a Grading of "Paper Compilation" and not on "Performed/Stated Research" whose grading 
solely depends on Individual Assigned Peer Reviewer and Editorial Board Member. These can be available only on request and after 
decision of Paper. This report will be the property of Global Journals Inc. (US).

Topics Grades

A-B C-D E-F

Abstract

Clear and concise with 
appropriate content, Correct 
format. 200 words or below 

Unclear summary and no 
specific data, Incorrect form

Above 200 words 

No specific data with ambiguous 
information

Above 250 words

Introduction

Containing all background 
details with clear goal and 
appropriate details, flow 
specification, no grammar 
and spelling mistake, well 
organized sentence and 
paragraph, reference cited

Unclear and confusing data, 
appropriate format, grammar 
and spelling errors with 
unorganized matter

Out of place depth and content, 
hazy format

Methods and 
Procedures

Clear and to the point with 
well arranged paragraph, 
precision and accuracy of 
facts and figures, well 
organized subheads

Difficult to comprehend with 
embarrassed text, too much 
explanation but completed 

Incorrect and unorganized 
structure with hazy meaning

Result

Well organized, Clear and 
specific, Correct units with 
precision, correct data, well 
structuring of paragraph, no 
grammar and spelling 
mistake

Complete and embarrassed 
text, difficult to comprehend

Irregular format with wrong facts 
and figures

Discussion

Well organized, meaningful 
specification, sound 
conclusion, logical and 
concise explanation, highly 
structured paragraph 
reference cited 

Wordy, unclear conclusion, 
spurious

Conclusion is not cited, 
unorganized, difficult to 
comprehend 

References
Complete and correct 
format, well organized

Beside the point, Incomplete Wrong format and structuring
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